Il | wisetech

"1l ' global

WiseTech Global Data Processing Addendum
B RAIRIKBUR B IR T 1hh 5

CONTENTS
B
Introduction B= 3
Terms &% 3
1 Acceptance % 3
2 Scope of Application & FA#E 3
3 Definitions E3 4
4 Description of Processing RIE:R A 6
5 Processing on Controller's Instructions R¥g1s HZ s~ ETRIE 6
6 Processing for WTG’s own purposes Hi WTG B 5 B MBI ERIE 7
7 Controller obligations #%#E& %7 7
8 Data Subject Rights &% T B&HEF) 8
9 Security &4 8
10 Certifications, Information Requests and Audits :2:5. EERFE:ST 9
1 Data Protection Impact Assessments  EiB{RER &1 (H 10
12 Incident Management and Notifications = EIEFIBAN 10
13 Subprocessors RERERIER n
14 Authorised Affiliates FZ#ERAHS T L
15 Limitation of Liability Z{ERR %l 12
16 EEA/Swiss/UK International Transfers EEA/3 /% R B IS &S & 13
17 Other Country-Specific Provisions HEfthE 545 E &2k 14

18 Duration and Termination; Return or Deletion of Personal Data 3F4&rFREFIZZ1E; EAEIEAIR

B kR 14
19  Miscellaneous Provisions Hhf&zk 14
Execution/%x 16
Schedule 1- Description of Processing fif# 1— BRIERYH#EIA 7
1 List of parties &7 17
2 Description of transfer &gk 18
3 Competent supervisory authority I & EAEHts 20
Schedule 2 - EEA/Swiss/UK [f{% 2 — EEA/E+/# 21
1 Application & FA#EE 21
2 Data Exporter / Data Importer i1 77 / SiFeATT 21
3 Docking #fi 21
4 Scope of Controller instructions 12%|&Z s ~MNEEE 2
5 d 21
6  TOMs TOMs 21
7 Personal Data Breaches {E A £i5 4% 22




8

9

10
l

12
13
14
15
16
17
18

1
2
3

1

2
3
4
5
6

1
2
3

1
2

1

Information Requests and Audits &l z5 K gt 22
Subprocessors KRR EEIER] 22
Data subject rights 45 = 824 F) 22
Liability &1{F 23
Supervisory Authority E&iits 23
Requests from Authorities 3K 5 EAEHEREEYEE K 23
Governing law & fikf# 24
Courts %Pt 24
Appendices [ft$F 24
Transfers governed by the laws of Switzerland ZIs AR EEEMEER 25
Transfers governed by the laws of the UK 23k & 82 a & 25
Schedule 3 - US. fi{% 3 - %[ 27
Definitions T 27
Processing Restrictions FRIEFR 27
COMPLIANCE AND NOTICE OBLIGATIONS &A@ %R 28
Schedule 4 - PRC fffzk 4 - & 29
Schedule 5 - Taiwan fff#& 5 — =& 32
Application #HEE 32
Data Exporter / Data Importer #5757/ &858 N\ T7 32
Definitions E# 32
International Transfer of Personal Data 1E A #5489 Bl R i 33
Obligations of the Data Exporter and Data Importer E35E;H 77 FIEIREA T AIETE v 33
Governing Law and Jurisdiction & ;AR E £ 34
Schedule 6 - Australia fi{k 6 — B 35
Definitions & 35
APPs generally APPs f§—f& &K 35
Cross-Border disclosures &= E 35
Schedule 7 - Brazil fft&7- B 36
Processing Provisions BRIBf&Zk 36
Transfer Provisions {E#1&R 36
Schedule 8 - Turkey [ff% 8- +HH 38
Transfer Provisions &%k 38
Processing Provisions BERIR{&5K 41

2

Data Processing Addendum/#ig iR IRl 7ol 2

© 2024 WiseTech Global

9 April 2025 6 B 20 H



INTRODUCTION

5=

This Data Processing Addendum and its schedules (DPA) form part of the agreement between WTG
and the relevant counterparty for the delivery of services by WTG (Services, Agreement). This DPA
reflects the Parties’ agreement for the Processing of Personal Data and WTG's commitment to secure
Personal Data Processing.

AEIEREM T L AN R ("DPA") 2 WTG HRRIZ 5773k WTG IREEART ("BRIS"SU"Ha8") Frsks
A —EP 7. A DPA [RBR T 158 2 7Tt (A A SR BRI E R ik . WTG $HRIE(E A SURRIER 2 HYKEH

TERMS
fikwk

1 ACCEPTANCE
B2

11 This DPA is pre-signed by WTG and is effective on the date it is accepted by Controller
(Effective Date). Controller accepts this DPA in its own name and on behalf of its Authorised
Affiliates by:

ADPA I WTG FEAERE, BEHFEEREIZAEEN ("EHA") . BHENHASERIRARAK

R TTBIBIA T TN X A DPA!

(a) signing and accepting the Agreement in which this DPA is incorporated;
HEW B EA DPA i

(b)  signing this DPA;
2 E A DPA;

(c) acceptance of this DPA in a ‘click-to-accept’ process, such as when creating an
organisation account on eRequest; or
HRBEXBETEZADPA, M7 eRequest LRIBRAMIRFE, 3

(d)  continuing to use the Services for ten days after receiving notice from WTG that the DPA
applies to the Processing of Controller’s Personal Data and that Controller has the option
of not accepting the DPA by terminating the Agreement.
EWE WTG BAREEEFRRSE X, BHATEHRY DPA BAREHZEASRNEE, I
BisHEAREE T REL HHRRIER RS DPA,

12 Controller agrees to:

EHERR:

(a) complete and sign the section ‘data exporter’ in section 1of Schedule 1; and
HBEWHZBMR 1SR ERE L T8y, MR

(b)  return the completed and signed section 1 of Schedule 1to WTG by email to
licensemanagement@wisetechglobal.com within ten days after acceptance under
section 1.1.
RIFE G R BN TEN, RHEE B HFENIR 15 1 §iEAE TS EE
licensemanagement@wisetechglobal.com,

2 SCOPE OF APPLICATION
EAEE
21 This DPA is an addendum to and forms part of the Agreement if:
X DPA Zipsfiat ik, BmEN—o, &
(a) the entity accepting this DPA as Controller is party to the Agreement; and
ERRHIE XA DPA NEBEHEN—T71, MUK
(b) WTG s a Processor for Controller in relation to the Services provided under the

Agreement.

WTG 2 HRIEIH# R A A RSB B EIEE .

Data Processing Addendum/#{dg i F sl 7e sl 3
© 2024 WiseTech Global 9 April 2025 6 H 20 H



2.2 This DPA is not valid or binding if purportedly accepted or signed by an entity that does not
have a direct contractual relationship with WTG through being a party to the Agreement.
IMRBEEZHHEEALR DPA NERIFEBBRAWMEN—TTME WIG BT EENEREEFE AKX
DPA %&ﬁﬁ?ﬂ?’]%ﬁ .

3 DEFINITIONS
ER

31 In this DPA:
%7K DPA A

Affiliate means any entity controlling, controlled by, or under common control of the subject
entity. For the purposes of this definition, ‘control’ (including in phrases such as ‘controlled by’
and ‘under common control with’), means the possession, directly or indirectly, of the power to
direct or exercise a controlling influence on the management or policies of that entity, whether
through the ownership of voting securities, by contract or otherwise.

BT RISEAENERES . XARTHIEARAREFNER. stAEsms, =8 (81 "%
=5 M HEES F) m?aﬁ&&‘ﬁ&ﬁ’ﬁ’fgﬁ BBHEEH i’%ﬁ&’fgﬁ’]:%% BRZHMTT,
HZERNEESBCRETEESRNEFMRE.

Authorised Affiliate means any of Controller’s Affiliates which:

IR TT 2 Is 125 E TR T, SR

(a) are subject to Data Protection Laws requiring entry into a data processing agreement;
and

X%#F'T%n /j&ﬁ'lﬁ RRHT%I:I}F }ETZVJn% l//(&

(b)  are permitted to use Services under the Agreement.

AR ok 2 FRBRTS

Controller means the non-WTG entity party to the Agreement and includes its Authorised
Affiliates (unless otherwise stated). The term ‘Controller’ is also used when a non-WTG entity
party to the Agreement or any of its Authorised Affiliates is acting as a processor under Data
Protection laws (in which case WTG acts as subprocessor).

EHEEHZENE WIG 77, SRHERERETT (RIERERE) . BHEOIE WTIG FEEM
RIERB T RBBIRREEEARIEZTER (T BEBEAT, WTG T’EF% KARBIERTE) | WiE
A ERE —E.

Data Protection Laws means all laws and regulations, including all international, national, state
and local laws and regulations, including for example those of the EEA and its member states,
Switzerland, the UK, Australia, and U.S. laws, including but not limited to the CCPA, and other U.S.
and state laws, applicable to the Processing of Personal Data under the DPA.
BIRREERISEANIRIE DPA RIBEASURNIEEZEIER, SEMAERE. Bx. M7
ERIER, FINEEENSERREMER. Wt EE. BRAFEFMEBAEE, BFEERRR
CCPA R L th 3 BB A RFIM LR,

Data Subject means the identified or identifiable person to whom Personal Data relates.

BUR TR 2 s AN BIRA MM ERAS T RBIAA

Data Subject Request means any request from a Data Subject to exercise its rights under Data
Protection Laws, including a Data Subject’s right of access, right to rectification, restriction of
Processing, erasure (‘right to be forgotten’), data portability, object to the Processing, or its right
not to be subject to an automated individual decision making.

BB THFEREEBEIRATERAERBREREEL THETNMRHAEEHER, SEEURERNGE
H. EILHE. REIEIEE. BIBRE (XNB'H0ESHE") . BTN, REEEESFREEASE
R EHIER o

EEA means the European Economic Area.
EEA FERUMEEE.
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EU means the European Union.
EU 15ERE.

EU SCCs means Standard Contractual Clauses for the transfer of Personal Data to third
countries under Regulation (EU) 2016/679 of the European Parliament and the Council approved
by European Commission Implementing Decision (EU) 2021/914 of 4 June 2021, as currently set
out at https://eurlex.europa.eu/eli/dec_impl/2021/914/0j.

BX2 SCCs R1E1R#E 2021 £ 6 B 4 HEXEZESEHATE (EU) 2021/914 #UEMBOM RS IR
=246 (EV) 2016/679 % =EEHEASIRNIRESEGZR, BaiEin
https://eurlex.europa.eu/eli/dec_impl/2021/914/0j,

eRequest is WTG's customer support ticketing system.
eRequest & WTG HIBFAXHELRL,

GDPR means the Regulation (EU) 2016/679 of the European Parliament and of the Council of 27
April 2016 on the protection of natural persons with regard to the processing of personal data
and on the free movement of such data, and repealing Directive 95/46/EC (General Data
Protection Regulation).

GDPR f5EAMESMENEIEERE 2016 F 4 7 27 BEGHEREEAZBREREEERESAAN
REARIEEEUR B R B RERRE 95/46/EC SRIE< ( (BABIRREMLR) ) 9% 2016/679 3%

&R B 751

ICO UK Addendum means the template Addendum B.1.0 issued by the Information
Commissioner of the UK and laid before the UK Parliament in accordance with s119A of the UK
Data Protection Act 2018 on 2 February 2022, as it is revised from time to time under section 18
of its mandatory clauses.

ICO UK Addendum 35 ENHEEZEMHNEAR Addendum B1.O, :Z&AR 2022 £ 2 H 2 H
Ri% (2018 FREIFIRREE) B 119A FIRAXKBERERE, WRBEHESIHERE 18 BARETE

Information Security Documentation means the documentation available at the WTG
information security website available at https://wisetechglobal.com/what-we-do/information-
security/.

EEREXHIE WTIG L4 MG https://wisetechglobal.com/what-we-do/information-
security/ F1RHAIXMH.

Party means each of Controller and WTG, and ‘Parties’ means Controller and WTG collectively.
—TIEERIES WTG E—77, "7 2EHEFEN WTG &,

Personal Data means any information relating to an identified or identifiable natural person, and
that is (part of) the data defined in the Agreement as ‘Customer Data’, 'Your Data’ or with a
comparable term, provided that this data is electronic data and information submitted by or for
Controller to the Services.

BABBERERERFNTHANEAAFENEEER YEZHETERS "FTFEUE". "EHN
B HEOWENEGR (8) | IERZEREHENEFRIH AR BERBMEZNETEIR
&

Privacy Documentation means the WTG Privacy help centre available at
https://wisetechglobal.com/legal/privacy-help-center/.
FEFAREIE WTG BRAEBRIGL, #4BitA https://wisetechglobal.com/legal/privacy-help-center/,

Processing or Process means any operation or set of operations which is performed on the
Personal Data, whether or not by automated means, including collection, recording, organisation,
structuring, storage, adaptation or alteration, retrieval, consultation, use, disclosure by
transmission, dissemination or otherwise making available, alignment or combination, restriction,
erasure or destruction.

IR RS R EABIRETHEARES—RIBRE ERESRAESHUTER, B8fFEKE.
iR, M. BE. TH. BRIENR. RE. B, FH. BEER. EEIMHEMTRERmRE
B=. HAIsAEE. BRE. MBRSER.
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5.1

52

5.3

Processor means the entity that Processes Personal Data on behalf of the Controller.

BREBEFERRENEREBEABIENER.

Subprocessor means any processor engaged by WTG or a member of the WTG Group and any
further processors engaged by those processors.

RBERERZIE WTG =t WTG SEE S ANEERESR UK SLRIEZREANEEEE
%o

TOMs means the technical and organisational measures for the relevant Service whose
description is available on the Privacy Documentation website.

TOMs 15 RBARRFS RS ARG, HR RN ENSL EER.

WTG means the WTG entity which is a party to the Agreement.
WTG f5{E Bt —T789 WTG B2,

WTG Group means WTG and its Affiliates engaged in the Processing of Personal Data.
WTG EEEE EEABIREEN WTG RHBEHTT .

DESCRIPTION OF PROCESSING
BRH R A

Details of Processing operations, including categories of Personal Data and the purposes of
Processing, are in Schedule 1.

BIERIEREETS, BREABRNENTEERN, Rk 1.

PROCESSING ON CONTROLLER'’S INSTRUCTIONS
R HE R RETRE

Controller and WTG agree that Controller is the controller of Personal Data (or similar concept)
under Data Protection Laws and WTG is the processor of that data (or similar concept) under
Data Protection Laws, except when Controller acts as a processor of Personal Data, in which
case WTG is a subprocessor (or similar concept) under Data Protection Laws. In the latter case
Controller warrants to WTG that Controller’s instructions, including appointment of WTG as a
subprocessor, are authorised by the relevant controller (on whose behalf Controller is acting as
a processor).

EHEMWIG BE, RESRREE, EHESEARE GEOHS) NiEdE, miRESIRR
AL, WTG B2a28ds (SUEOEES) MERIEE, BRIERFHEAEAZRBNEES, GAIERT, R
BEIRREE WTG %U’t%if&ﬁﬁ (BHEOBES) . EE—EELT, BHEE WTG RE, =
FEWER, BIREE WIG ARREER, HEESAMESE (BHEEAREEARZERNET
=) HIRHE.

WTG must Process Personal Data on behalf of and only in accordance with Controller’s
documented instructions for the following purposes:

WTG RRERFESEBERBEFZFNE @IS RHIR T B ARIEEA RS

(a) Processing in accordance with the Agreement;
RIBHREITERIE,

(b)  Processing initiated by users in their use of the Services, which is consistent with the
terms of the Agreement; and

PR e RIS R SRR T S R IRR AR, IR

(c) Processing to comply with other documented reasonable instructions provided by
Controller (e.g., via email).

SEFEFHERMANAGASGENERET GINEBETEM) METHRE

If required by applicable law, WTG will also Process Personal Data without documented
instructions from Controller. In such a case, WTG must inform Controller of the legal
requirement before Processing, unless the law prohibits this (where the GDPR or UK GDPR
applies: on important grounds of public interest).

MRBAERER, WTIG BERAEREEHENEEIESNBELTRIEBEEARRE. £EEHELT,
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54

6.1

6.2

7.1

7.2

WTG DRAERIEZ B AR REMESE, BRIPERELERM (F58A GDPR 5 UK GDPR
ER T ERAFMNENEREH) .

WTG must inform Controller if, in WTG’s opinion, instructions given by Controller may infringe
the GDPR. In this event, or in the event WTG forms the view that any instructions from the
Controller may infringe any other Data Protection Laws, WTG has the right to suspend the
execution of the corresponding instruction until it has been confirmed or changed by the
Controller after review. To this end, the Controller agrees to provide all reasonable assistance
and assurances to WTG of the lawfulness of instructions.

R WTG 582 ?*%U%?*Hﬂ MIE< I REIER GDPR, WTG R/RBAESIE. FEMERLT, FHE WTG
BREHENETES “i’i}iﬁﬂﬁfm%ﬁﬂ%mﬂ’] BT, WTIG BHEEEHTHEEES, BEX
?:ﬁéﬂ%%ﬁéﬁﬁwjz%ﬂﬁtu%a <. B, EHEREMECHEELR WTG feft—UI8EM BB
ReE.

PROCESSING FOR WTG'S OWN PURPOSES
HH WTG 55 B 99 REE

Controller authorises WTG to Process Personal Data for WTG’s own purposes of general
product research and development, including creating new products, services, or components
not specific to a given service or customer (together, Product Development), provided the
output of this Processing does not identify Controller or its users, or any other natural persons,
or otherwise reveal confidential information of Controller (Product Development Processing).
HERE WTIG it WTIG BSH—REMMRMMEBNEREEARE SREFEENNER. K
BRIERERBAEFERNANT (BA'ERER)  REELEENERTGHREHESH
RFFEFEMBEAAN, INEMTIUREEFENERER (ERPREE") .

For Product Development Processing, WTG will apply principles of data minimisation and must
not use or otherwise process Personal Data for

HEMBERERIE, WIG $RAZEKMURE, FEHEASEARIINEGTNREEASES
T

(a)  user profiling;
VRS Ciiipiy
(b)  advertising or similar commercial purposes, or
BEESBUEEEN, =
(c) any other purpose, other than for Product Development as set out in section 6.1.

BREE 6.1 1R E M E MFISE B NI EIHME 8,

CONTROLLER OBLIGATIONS
BHERD

Controller must, in its use of the Services, Process Personal Data in accordance with the
requirements of Data Protection Laws, including any applicable requirement to provide notice
to Data Subjects of the use of WTG as Processor or Subprocessor.

EHREEEARBEE, PERBEEFREEINEREEEARYR, SEEERTERMHEIRER
WTG EAREE S AR EERFNBMAEMBERAER,

Controller’s instructions for the Processing of Personal Data must comply with Data Protection

Laws. Controller is solely responsible for the accuracy, quality, and legality of Personal Data and
the means by which Controller acquired Personal Data. Controller represents and warrants that
its use of the Services does not violate the rights of any Data Subject, including those that have
opted-out from sales or other disclosures of Personal Data to the extent applicable under Data
Protection Laws.

R EEREEASBRNERORTEHIRREL. EHEHEARRNERE. REMEEEURE
HEFREAZENAXEGEHNEE. FHEZHLRE, HERBOEANMICEAEIREROE
7, BREEEERELRENEREENEEAL ERINEMTT IR EASBRNEIR T RBAER.
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7.3

8.1

8.2

8.3

84

9.1

9.2

Unless expressly agreed with WTG for a particular Service, Controller must not, in its use of the
Services, Process any Personal Data defined as special categories of personal data or sensitive
personal data (or similar concept) under Data Protection Laws (including personal data
revealing racial or ethnic origin, political opinions, religious or philosophical beliefs, trade union
membership, genetic data, biometric data for the purpose of uniquely identifying a natural
person, health data, data concerning a natural person's sex life or sexual orientation).

BRI WTG s ERFFERPRAE, SRERHEEERARBEASRERBEBERELINESRS
FAREREASBRISREARE (FEUHS) NEFEARE (BEERERSRELSE. BUS
B RESEEEN. T22E50NEARE. ERER. ARE—H5R8AA SO ED G
iR, BREUR. HAERANMEESMREABNER) .

DATA SUBJECT RIGHTS
BuR TR

To the extent legally permitted, WTG must promptly notify Controller of any Data Subject
Request WTG receives relating to Controller’s Personal Data.

FEERANBEN, WTG A7H K Frl FIE ) E HUE A S b Z E AR E M BUR S K.

WTG must not respond substantively to a Data Subject Request itself, unless authorised to do
so in writing (with email sufficient) by Controller.

WTG AEHEETERFRIELEEMOR, RIFFIRFENEERE (EFEHMHT) .

Considering the nature of the Processing, WTG must assist Controller by appropriate technical
and organisational measures, insofar as this is possible, for the fulfillment of Controller’s
obligation to respond to a Data Subject Request under Data Protection Laws.
FREIEENME, WTG QER T REMBIAEE N MNA A&IEEIHE S & ETEGERE
BB REE R EIR TR RNET.

To the extent that Controller in its use of the Services does not have the ability to address a
Data Subject Request, then on Controller's request, WTG must provide commercially reasonable
efforts to assist Controller in responding to the Data Subject Request. This obligation applies
only if WTG is legally permitted to do so and the response to the Data Subject Request is
required under Data Protection Laws. Unless prohibited by applicable law, Controller must
reimburse WTG's costs (including internal costs) in connection with this assistance.
MREHEEERRBELARNEEGIRERFR, AIERFENFERT, WIG 2AMEEEL
SENE S, BYEGHERREIEIEGER. WEBEE WG 52 LA BEHEURERFB RN
ClESRBEEIRREEMERNOELTEA. RIFEAERELE BRIEHEXREE WTIG Bt
BNERARVE R (B3EMEERA) .

SECURITY

RE

WTG has implemented the TOMs for the relevant Service to ensure the security of the Personal
Data. This includes protecting the Personal Data against a breach of security leading to
accidental or unlawful destruction, loss, alteration, unauthorised disclosure or access to the
data (Personal Data Breach). In assessing the appropriate level of security, the Parties must
take due account of the state of the art, the costs of implementation, the nature, scope, context
and purposes of Processing and the risks involved for the Data Subjects.

WTG EH1REREE R TOMs, NEREASENZE. EEAREEARBEEREREAEEMN
ROMRAEERRER,. RE. B, RERENHESGHE (EABRBLE) . EHEa8NT e8!
W, ETXEBREXERAKE. BEMA. REMME. €£F. SRMENMNERESRTIRTRN
JE]n

WTG monitors compliance with the TOMs and can change the TOMs in its free discretion as
long as the change does not materially decrease the overall security of the Services, and the
security level required under Data Protection Laws is maintained. WTG will publish any material
updates to the TOMs for the relevant Service via update notes in the usual course and will have
a mechanism for the Controller to subscribe to relevant updates.

Data Processing Addendum/#iE G Bl 7o izl 8

© 2024 WiseTech Global 9 April 2025 6 H 20 H



9.3

10

10.1

10.2

10.3

104

WTG REEE TOMs BN, Y B, REZEIFASGRERMBFNERZ SN, WA
BREEMERNZEHRA], WTG TTEITREEK TOMs, WTG #5I%18 511818 5 H553 B 35 (1 ¥548 B8
ARTSH) TOMs PERIBEE MR, AT AinhI =R T RAR M E A

WTG must ensure that its personnel engaged in the Processing of Personal Data are informed of
the confidential nature of the Personal Data, have received appropriate training on their
responsibilities and have committed themselves to confidentiality or are under an appropriate
statutory obligation of confidentiality.

WTG RHERHEBRIEEASIRN S THBEABENREN, YEHIFHESENEENE,
MUEEEERBEREI R EBENEERERT.

CERTIFICATIONS, INFORMATION REQUESTS AND AUDITS
BaE. EAEKRAES

WTG must maintain an audit program to help ensure compliance with the obligations in this DPA
and must make available to Controller information to demonstrate compliance with the
obligations in this DPA, as set out in this section 10.

WTG DREF—EETE, NEBRARHESTA DPA HEMNET, YXAEEFERHEER,
MEEBHE A DPA 3 10 EifUE &5

WTG has obtained the certifications and audit reports set out in the Information Security
Documentation for the relevant Service.

WTG EEFAEMRBHNERLEEPRENBENERE.

Subject to section 10.4, Controller may, during regular business hours without unreasonably
interfering with WTG's business operations, and after a reasonable prior notice, personally audit
WTG, or appoint a third-party auditor, who is subject to confidentiality obligations and not
acting as a competitor of WTG, to carry out the audit at Controller’s sole cost.

FBFE 104 HRENIIRT, ERFTERFERASETE WIC £BEENERT, £REN
EhRBHE, GELFEXNENE WIG E7E:T, JUEEF=TFNE (ZFHAERETRERD
BARA WTG MmFEFHTF) BT, B:tEMhEHERE.

The following requirements apply to audits under section 10.3:

IMTERBANSE 103 HilRENET

(a) Controller agrees to audit WTG not more than once per year and only after a reasonable
prior notice being not less than 30 days, unless the additional audit is required by a
decision of a data protection supervisory authority or a court that is final and binding on
Controller, or under Data Protection Laws following a Personal Data Breach at WTG
concerning the Personal Data of Controller.
EHEREEFE WIG NEStANEBB—K, BERIESD 30 REEBM WTG, BRIFEUE
REDERBIERMEREATEHEFZREEIRS, & WIG B4 REFEEASR
RN EASR R R R RBEIRREZERMETRIMNE .

(b)  Before the initiation of any on-site audit, Controller and WTG must agree on the scope,
timing, and duration of the audit. WTG must, upon request and within a reasonable time,
provide Controller with relevant information to assist an audit of the Processing governed
by this DPA.

HERIREIRSES AT, EHEN WTIG KRMBNEE. RFREMAEFEEN B
WTG ARERAEGERFENEESEREEMEN, NUBsEA DPA HENEEETE
&fo

(c) On-site audits will be subject to such safety, workplace and security protocols as
reasonably required by WTG to ensure the safety of Controller's and WTG's personnel,
security of systems and confidentiality of WTG and WTG customer data.
RSEHGET WIG aEERNTE. THESMMZAKRR, MURRESZEM WIG 8T
fZe. RGENZEUE WTG 1 WIG ZFREURMREM.

(d) Indeciding on an audit, Controller must consider relevant certifications held or audit
reports provided by WTG and as set out in the Information Security Documentation for
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12

the relevant Service. If the requested audit scope is addressed in the certification or
audit report issued by a qualified third party auditor within the prior twelve months and
WTG provides the certification or report to Controller confirming there are no known
material changes in the controls audited, then Controller agrees to accept the findings
presented in the third party audit report instead of requesting an audit of the same
controls covered by the certification or report.

FEREERNR, BEHELEERE WIG 58 ERRTIRMNERE, URBRRBNE
AReERORE. WRERNEE @Tﬁ’éﬁ%’*ﬂ’]%‘ﬁ%ﬁrﬁfﬁu-k_@ﬁ WH R HEEE
SEHREPEMS R, B WIG @izhERENRE &iﬁiﬁﬁu BTGB S AEEM
MEREME, RAlfH %Hi‘} RE=NEAWMEPRENOFAER, ﬁﬁTzs%*ﬂ.wZ HIRE
d5 R R R E R R T ' .

(e) Controller must ensure that the results of the audit report are kept confidential, unless
disclosure is required by a data protection supervisory authority, a court or under Data
Protection Laws.

EHELRRAREETRENERRE, RIFBRREREEE. ERIBRREEEREK

(f) Provided that WTG notifies Controller of the costs to be incurred either before the audit
takes place or the information is provided, then WTG may charge Controller for the
reasonable costs (including costs for internal staff and external contractors) incurred
with respect to responding to information requests and assisting with audits.

MR WTG EFHETZARERBEAZFBMNENEFEENER, B WTG TJEzd)
HERBRAEEERBZERMNBGESAMEENSEER (BRENHELFINIABEHNER) .

DATA PROTECTION IMPACT ASSESSMENTS
BURRER ERT

On request and at the expense of Controller, WTG must provide Controller with reasonable
cooperation and assistance to carry out a data protection impact assessment or to consult a
data protection supervisory authority in advance in connection with Controller’'s use of the
Services, but only to the extent:

fEisHENE R BAEEHTIAEGANELT, WIG AAEERERESENGIENRE, WET
FIRRET BT, SRR EEARGNERIASIRREREHE BERRUTEE:

(a) necessary to comply with Controller’'s obligations under Data Protection Laws;

BFEIRREERENEHERBILE,

(b)  Controller does not otherwise have access to the relevant information (including as part
of the Privacy Documentation provided by WTG); and
BEHEEAUEMGNEBRAERER (B1E1EA WTG REMBEREN—D) | MR

()  WTG holds relevant information.

WTG #ERHEXER.

INCIDENT MANAGEMENT AND NOTIFICATIONS
RREENBEN

WTG must notify Controller without undue delay after becoming aware of a Personal Data
Breach. Subject to the nature of the Processing, and the information available to WTG, the
notification must include information relevant to reasonably assist Controller in ensuring
compliance with Controller's own notification obligations under Data Protection Laws. To the
extent it is not possible to provide all relevant information at the same time, WTG may provide
the information in phases without further undue delay. Controller agrees to coordinate with
WTG on the content of any intended public statements or required notices to affected Data
Subjects or relevant authorities regarding the Personal Data Breach.

£ WTG FiE B EARRRE R, PARKBMNEGE. RBEENMEEN WG TTESHNER,
BHLREBIERR ARG ETEE —r%ﬁ)‘%ﬁ EERENESRE B SNBMNEBHOERER. £8X
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13

13.1

13.2

13.3

13.4

14

14.1

RIRFRHATAARMERNERLT, WIG JZRBEMDFEERIEHEN. 2HERZR WTG 13,
6] %% B EIR T B SRMA PR A A FEASRRRE N AR ARE AR L BBHMANE.

SUBPROCESSORS
KR BRIET

Controller consents to and generally authorises the engagement of Subprocessors by WTG or
WTG Affiliates. A current list of Subprocessors engaged in Processing Personal Data for the
performance of each applicable Service — which may be updated by WTG from time to time —
can be found on the Privacy Documentation website. WTG or a WTG Affiliate has entered into a
written agreement with each Subprocessor containing, in substance, data protection obligations
no less protective than those in this DPA with respect to the protection of Personal Data to the
extent applicable to the nature of the Services provided by the Subprocessor.
EHER L —ARIRE WTG 5 WTG BB TTIS FRARRIER . AETRIEE AR M A sEERE
AR RREER R ZE (B WTG RIFERT) tJERMER EHE . WTG 5 WTG Bi#kTT
ERSERFEER R T E@AmE EPEENBIRRERBE D LI A DPA REIR(REEA
HIBRE, BRUEARRREIE R TR HRF M E SR .

The Privacy Documentation contains a mechanism to subscribe to notifications of new
Subprocessors for each applicable Service, and if Controller subscribes, WTG must provide
notification of a new Subprocessor to Controller through this mechanism.

RAESE T, ARITEEEEARBNICAREREREN, MREHEITE WIG SER
B2 e B BRI R R RIE B A

Controller may object to WTG's use of a new Subprocessor by notifying WTG promptly in
writing within ten days of receipt of WTG’s notice in accordance with the mechanism in section
13.2 above. If Controller objects to a new Subprocessor and that objection is duly substantiated
and not unreasonable, then WTG must use reasonable efforts to make available to Controller a
change in the Services or, alternatively, recommend a commercially reasonable change to
Controller’s configuration or use of the Services to avoid Processing of Personal Data by the
contested new Subprocessor without unreasonably burdening Controller. If WTG is unable to
make the change available within a reasonable period, which must not exceed 30 days, then
Controller may terminate the relevant portion(s) of the Services which cannot be provided by
WTG without the use of the contested new Subprocessor by providing written notice to WTG.
HEGIERE WTG £ AIHACRARRIER, 2HETERE WTG RIR LR 58 13.2 fRPrid ) 8 H Y
BHETEN, RENEERIEN WTG, NREHERBNOAREEY, BZRERRAEE
EHAYIFEAEE, Al WIG RARAESHEEHZFRHERBEE, SEABR, EREEHEN
EESRFEAETHX LAENEE, NBREFRNICAREERRIEEALR, RBErghRE
HEERASENRE. R WG EXAESENR (F581R 30 X) WiRfaesE, AlEHE
e WTG BHEEBR, 1 WIG ENERE FRNICAREE R ER T EERHHNRS
HIHREEER 7

No Processing by a Subprocessor releases WTG from its responsibility for its obligations under
this DPA, and WTG is liable for the acts and omissions of Subprocessors to the same extent
WTG would be liable if performing the services of each Subprocessor directly under the terms
of this DPA, subject to the limitations in this DPA (in particular section 15 below) and in the
Agreement.

RARBEIZR AT RIEFT B E AR WTG A DPA THEME, WTG BEXARERIERFANTTAH
RAZKESE, HEFHEE WIG HiERIEAR DPA HERASEXREEFRERBNETEHE
18R, {BRE A DPA (R TXE 151%) AT HREIRE.

AUTHORISED AFFILIATES
AT

Controller acknowledges and agrees that it enters into this DPA, including if applicable the EU
SCCs, adjusted as necessary for transfers from Switzerland and the UK (in form of the ICO UK
Addendum), in the name and on behalf of its Authorised Affiliates, thereby establishing a
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14.2

14.3

15

separate DPA, and if applicable separate EU SCCs relationship, between WTG and each
Authorised Affiliate subject to the provisions of this section 14. Each Authorised Affiliate agrees
to be bound by the obligations of its DPA and, to the extent applicable, the obligations of the EU
SCCs incorporated into this DPA. For the avoidance of doubt, an Authorised Affiliate is not
entering into a separate Agreement with WTG.

EHERRBLRR, UHIXERB TR R LRI T E A DPA, B4EEE SCCs (M
) . LEFHEEHTEEENEEETRAEZ (M ICO UK Addendum g9f2x) | #EifidE WTG &
ERERE T~ BE L E B DPA (NEM) MEBAERE SCCs, BRETAE 4 MKENRE. &
RERBTTRRXHE DPA HHHNAR, LAAEBANERLT, RMAK DPA MEKHE SCCs HFBHA
R, HRELR, BRERBTYRE WTIG HiTEBNmE.

Controller remains responsible for coordinating all communication with WTG under this DPA and
the DPAs of its Authorised Affiliates and is entitled to make and receive any communication in
relation to the DPAs of its Authorised Affiliates on their behalf.

BEHERE Tm.:ﬂ’fE#J’%ZIS DPA RARIRHELHIZHBINITIR DPA B WTG ETHEER, YHREREK
HIZERMBITETIE DPA FRIMNEERE.

If an Authorised Affiliate enters into a DPA with WTG, then it is entitled to exercise the rights and
seek remedies of the Controller under its DPA, subject to the following:

MR TIE WTG #5T7 DPA, RIHAHRIEZ DPA 1765 BRI S RHE, B
BRICIATHE

(a) its exercise of rights and remedies is limited to the extent required under Data Protection
Laws;

HiTE BN BB ER N BURREEE RNEE,

(b)  unless Data Protection Laws require the Authorised Affiliate to exercise a right or seek
any remedy under its DPA against WTG directly, the Parties agree that:
BrIFBURREEE T RIRIER T EREStH WTG 7% DPA THIHMH B RERMHE &R
EHREE:
> o

M only the Controller may exercise any right or seek any remedy on behalf of the
Authorised Affiliate, and

E1EHE TR RIZERE T T RN R 2 RETRUE,

(i)  Controller must exercise any rights under this DPA and the DPAs of its Authorised
Affiliates not separately for each Authorised Affiliate individually, but jointly for
itself and all its Authorised Affiliates together (as, for example, in section 14.3(c),
below).
REHIFFTEA DPA RHKMERHITTHY DPA TREAIRFE, EAEEXERETT
BRI, MEREGIEREMAREREBIIERTE (FlnkETXE 14.3(c)RT6E
HEFES) .

(c) The Parties agree that Controller must, when carrying out an audit in accordance with
section 10 take all reasonable measures to limit any impact on WTG and Subprocessors
by combining, to the extent reasonably possible, several audit requests carried out on
behalf of itself and all of its Authorised Affiliates in one single audit.

EHREE EREE 10 GETEANN, EHELARR—VISEERRSE WTG FRREIE
BEIRE, YRESETRNERN, KRREGHERATEREMEITE ﬁE’]E:F 1
AEREHAHRET.

(d)  Controller represents and warrants that it has been duly authorised by its Authorised
Affiliates to enter a separate DPA, and if applicable separate EU SCCs relationship, in the
name and on behalf of its Authorised Affiliates.

EHEEZALRE, HeBSREMMTNERIRE, DURERBTT R R RRIXERE T
FATERM DPA, WAENERZFRFTEBAEE SCCs,

LIMITATION OF LIABILITY
BT
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15.1

15.2

15.3

16

16.1

16.2

Each party’s and all of its Affiliates’ liability, taken together in the aggregate, arising out of or
related to this DPA, and all DPAs between Authorised Affiliates and WTG, whether in contract,
tort or under any other theory of liability, is subject to the limits of liability in the Agreement, and
any reference to the liability of a party means the aggregate liability of that party and all of its
Affiliates under the Agreement and all DPAs together.

— N RHARE IG5 RAR DPA R TIH WTG ZEFrE DPA inEEMNSE 185
NEE EREARER. RESTESAOTAEMERNERE DXMRBETRENTERS, £
R R — TN EEIEZ T R A B MBI EHBZMAE DPA THEESE.

WTG's and its Affiliates’ total liability for all claims from Controller and all of its Authorised
Affiliates arising out of or related to the Agreement and all DPAs applies in the aggregate for all
claims under both the Agreement and all DPAs established under the Agreement, including by
Controller and all Authorised Affiliates, and, in particular, does not apply individually and
severally to either or both of Controller and any Authorised Affiliate that is a contracting party
to any DPA.

WTG R HEABTTNAAEE, stHishERAMARERE T Ri%Z K6 DPA siEsi i AR AT
BRE BARREGZRIGZRE T DPA RN AETA REFMVALRR, SiiahE KA AR 7T
MREE, YERRIRYA, ZEENEARESESEIEES DPA SEFTHRERMETHNERNSET &
=.

If the Agreement does not include an overall cap on liability, then each party’s and all of its
Affiliates’ liability, taken together in the aggregate, arising out of or related to this DPA, and all
DPAs between Authorised Affiliates and WTG, whether in contract, tort or under any other
theory of liability, will not exceed the total amount paid by Controller and its Authorised
Affiliates for the Services giving rise to the liability in the twelve months preceding the first
incident out of which the liability arose.

RGZLZAEAETEBLR, ST REMARET EA DPA U RIZERMETHE WTG Z B
P& DPA (EimeaR. RESHEMIABEEE) PsERRABMNETE KEEELTBER
HE R ARERB I AR A I REENEBEEMHZE T ER N AZRBETHAEE.

EEA/SWISS/UK INTERNATIONAL TRANSFERS
EEA/3m 1/ 5B B PR SR 158

In providing the Services, WTG may transfer Controller's or any Authorised Affiliate’s Personal
Data that is subject to Data Protection Laws of the EEA, Switzerland or the UK, to WTG and
Subprocessors outside of the EEA, Switzerland or the UK.

e ?mﬁ%ﬂ&ﬁ‘“ﬁ% WTG TJaE =5 B SUT AR BB T N EA RN (ZBIRX EEA. T HREN
FIRRELER) Ele WIG REXREIER, BZEWHE4ETE EEA. WmtsikE .

For data transfers under section 16.1, Controller (on its own behalf and on behalf of its
Authorised Affiliates) and WTG agree to be bound by the EU SCCs (Module 2: Transfer
Controller to Processor) on acceptance under sections 11 and 1.2 of this DPA and adjusted as
necessary for transfers from Switzerland and the UK (in form of the ICO UK Addendum). These
EU SCCs are deemed incorporated into this DPA in their entirety and apply as further specified
in Schedule 2 to this DPA. If the EU SCCs (Module 2: Transfer Controller to Processor) are no
longer available or do not authorise an international transfer of Personal Data to WTG, the
Controller agrees to cooperate in good faith to enter into any additional agreements or take any
other action that may be legally required by either Party to comply with transfer requirements
under Data Protection Laws.

HRE 0GR EuREE, 26EF (REEASRHRERBT) 1 WTG BRREA DPA £ 11
&2 A ZA55K, BPERE SCCs (1840 2. RHIFZREENER)  URBEFEHENER
iEIm AT ErYEem (X 1CO UK Addendum HITER) . ELEXEE SCCs R BE TEAMAZ DPA,
Wik 2 FHE—SREBA. MEEKE SCCs (1H4 2. FHEFZNREENEH) FABENHAL
AFREAZREREGRE WTG, EHERREREE FiTEARIMERSRRAMTE), M
BERER, HERENETHBRRELIETHERER.
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16.3

16.4

17

171

17.2

17.3

18

18.1

18.2

19

Controller agrees that when WTG engages Subprocessors under this DPA to carry out
Processing activities (on behalf of Controller) involving a transfer of Personal Data outside of the
EEA, Switzerland or the UK, WTG and the Subprocessor may rely on the EU SCCs (Module 3:
Transfer Processor to Processor), adjusted as necessary for transfers from Switzerland and the
UK, provided the conditions for the use of those Standard Contractual Clauses are met.
EHERE, & WTG RIRA DPA B FRARERIE R R EF FNTRIEZEL S R EA SR EEHE
EEA. Eﬁﬁ:l:‘iiﬁ'&lu?]\ﬂ’]i{ﬁlu—_uﬁ% WTG FURAR BRI r o] IMRFEEK B SCCs (1540 3: RIFEF|RIESE
fEEm) | IREFEFAZNBRUHLTRENES, RnEfREERESRIERNESE.

If there is any conflict or inconsistency between the provisions of the main body of this DPA
and the provisions of the EU SCCs (Module 2: Transfer Controller to Processor), adjusted as
necessary for transfers from Switzerland and the UK ((in form of the ICO UK Addendum), then
the (adjusted) EU SCCs prevail.

WARA DPA (N EWAMENHE SCCs (14 2! HHIFRREZNER) BEEETHERIA—
B, BELHIFREBEFESHIMERNEEETAEZ (M ICO UK Addendum g9iz=t) , AL (7
#15M9) B(%E SCCs AA.

OTHER COUNTRY-SPECIFIC PROVISIONS
F A B 5 RE AR K

In providing the Services, WTG may transfer Controller's or any Authorised Affiliate’s Personal
Data that is subject to the Data Protection Laws of jurisdictions other than the EEA, Switzerland
or the UK, to WTG and Subprocessors located outside of those jurisdictions.

FIRMEARTR, WTG o et &= E S aRERE T EARNR (ZBURX EEA. HmtaFEE N
SNEHINBIRREEEE) e WTG REMREL RIS INIMUR R EIER .

For data transfers under section 17.1 and to address certain jurisdiction-specific Processing
requirements, the provisions in Schedule 3 et seqq. form an integral part of this DPA and apply
as further specified in those Schedules.

HRE 7SN EEEE, YATHRRARESEEENEEER, MR 3 RAREERPIHRE
A DPA (RT3 2IRR Sy, MR FPE—SRENNTEM,

If there is any conflict or inconsistency between the provisions of the main body of this DPA
and the provisions of Schedule 3 et seqq, then the provisions of Schedule 3 et seqq prevail.
RA DPA T BN R LR 3 RABERRZBEEERAERIA—2, AIMMR 3 RHEER

DURATION AND TERMINATION; RETURN OR DELETION OF PERSONAL DATA
AR ML EABURARERMIER

This DPA becomes effective upon the Effective Date in section 1.1. It terminates automatically on
termination of the Agreement or if the Processing under the Agreement is permanently
discontinued.

A DPA BE LA BIEEN, EHBEESHRE THEEEERAFIEFAEILLL.

If this DPA is terminated, then WTG must return to Controller or delete, at Controller's choice, all
Personal Data Processed on behalf of Controller, unless applicable law requires storage of the
Personal Data. On request of Controller, WTG must confirm compliance with these obligations in
writing. If the Controller does not exercise its right of return of Personal Data within 60 calendar
days, then WTG may delete the Personal Data of the Controller.

WARA DPA 41, BIWTG ARARIFIEGIZEMNIRE, SREFEHEE ﬁﬂ’]ﬁﬁ’ﬁf@)\%l#%l_ MRETIE
HiMikk, BRIFBAERERFRHEARR. RIFEHENER, WG XRETEZE “:b%

. WMREFFEARE 60 EHBERNTEEEABRREES, B WTG o I?,%?I%'J%E’JTEIA%I
B

MISCELLANEOUS PROVISIONS
HAt sk
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191

19.2

19.3

19.4

19.5

19.6

This DPA may be changed or amended as provided for in the Agreement, or otherwise by WTG
if required under Data Protection Laws. WTG must notify Controller in advance of any change or
amendment. If Controller continues to use the Services for ten days after receiving notice from
WTG of a change or amendment to the DPA and has been provided with the option to terminate
the Agreement, then the continued use of the Services for ten days is deemed to be
acceptance of the change or amendment to the DPA.

A DPA T PURIEIHZE TR EN T NETERSER], FEEBHERELERNERLT, B WTGET
E. WTG MR E N SERT A ARATRAESE . MREFIFELKE WTG BHA DPA EXHE
AR RANEEERRT, Y ECERMUBMBRGRNEE REEEARB+RABLE DPAE
BEHAERTAIIER .

If any provision of this DPA is or becomes invalid, then this does not affect the validity of the
remaining terms. The Parties must cooperate in the creation of terms which achieve a legally
valid result that is commercially closest to that of the invalid provision. This applies accordingly
to the closing of any gaps in the DPA.

X DPA RS BN A L EHGRETN BRI . EHVESERIERASERTNNER, HF%
MREBUVRBLRENFRNRR. IFRERE AR DPA F =

Any WTG obligations arising from statutory provisions or according to a judicial or regulatory
decision remain unaffected by this DPA.

EEMRBEESA R EERBEREEEN WTG BFH XA DPA T E.

This DPA does not replace any comparable or additional rights relating to Processing of Personal
Data of Controller contained in the Agreement. In the event of any conflict or inconsistency
between this DPA and the Agreement, this DPA prevails.

A DPA RE&R A TR 25 E EABURERIZMN T RIS R . NRA DPA Mtz BF
EEEEHRIA—E, A DPA B,

DPA is governed by the same law that governs the Agreement between the Parties, except for
the EU SCCs which are governed by the law applicable under clause 17 of the EU SCCs and
section 14 of Schedule 2 (EEA/Swiss/UK Specific Transfer Provisions) of this DPA as well as, for
any data transfers governed by the UK GDPR, section 18 of Schedule 2 (EEA/UK/Swiss Specific
Transfer Provisions) of this DPA in connection with section 15(m) of the ICO UK Addendum. Data
transfers which are subject to the provisions in Schedule 3 et seqq. are governed by the
respective law in the applicable Schedule (if any).

A DPA 287515 FriBl AMAERE A EEEE, BRI SCCs BARIEENE SCCs 5 17 &7 DPA [ff3&
2 (EEA/ETnL/%BFEE®mER) 814 GOEMREE NREJXEE GDPR ERNEHEEH, &
FA7ZK DPA [ff5k 2 (EEA/ZRE/Hh T4 7E B#1&K) 2 18 48 ICO UK Addendum 55 15(m)f& 4R BE 1%
Ko XMk 3 RHREGRRESENBIRER AR RTEERESE (F) .

This DPA has been executed in multiple languages. In the event of any conflict or inconsistency,
between the different language versions of this DPA, the English language version of the DPA
(available at: https://www.wisetechglobal.com/legal/dpa/) shall prevail.

X DPA EMNZEZE ST, A DPA (IARFES A ZBEEEAERI A, AIINEFRAE
f DPA A, (EXXARATIZE): https://www.wisetechglobal.com/legal/dpa/) .

List of Schedules

Bz E 8%
Schedule 1: Description of Processing Schedule 5: Taiwan
M1 RIEBENER f&5 =&
Schedule 2: EEA/Swiss/UK Schedule 6: Australia
Mtz 2. EEA/BGL/3%EH Mz 6: MAFIZ=
Schedule 3: US. Schedule 7: Brazil
By 3: &E M7 B
Schedule 4: PRC Schedule 8: Turkey
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EXECUTION/& =

Signed by Controller/{2 %] &% 2.

Controller/#34)&

Signature/%%

Name/#4 &

Title/B{ AL
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Schedule 1 - Description of Processing
fitzR 1 - ERIEAVHEAR

This Schedule 1includes certain details of the Processing of Personal Data by WTG on behalf of
Controller and its Authorised Affiliates.

ARV EET WTG REIEHE R AR RIEEA SR AL,

1 LIST OF PARTIES
REAITT

Data Exporter(s): [dentity and contact details of the data exporter(s) and, if applicable, of
its/their data protection officer and/or representative in the European Union

BB T SREETNENERRMESL, NEHABRBRERREEN (F) K% (0H)

Name: Controller and its Authorised Affiliates

R EEE R AR

Address:
Huk:

Activities relevant to the data transferred under these clauses: Performance of the Services
under the Agreement.

RIBPELEARREREBAERRERE):. BT HER e R,

Name, signature and date:

wE. FREEH:

Role (controller/processor): Controller and its Authorised Affiliates are each acting as a Data
Controller.

RE (EHE/EEE)  BHERERERBT 2 RESBEESE.

Data Importer(s):

BUREINTT

Name/#&: WTG

Dr. Sebastian Kraska

Rechtsanwalt, Diplom-Kaufmann

IITR Datenschutz GmbH, Eschenrieder Str. 62c, 82194 Grobenzell
Telefon/&EEE: +49 89189 1736-0

E-Mail/ T T E#5: skraska@iitr.de

Activities relevant to the data transferred under these clauses: Performance of the Services
under the Agreement.

RIBFELEARREREBAERRERE):.  BITHERENRT.
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Name, signature and date:

wE. FREEH:

Wy

Maree Isaacs, Head of License Management and Authorised Officer for WiseTech Global Limited
and its Affiliates
Maree Isaacs, FFo] BEEHFIEBEARESRREEMETNINEES

Role (controller/processor): WTG is acting as a Data Processor.

ARE (EHE/EEE) @ WIG S8UREREE.

2 DESCRIPTION OF TRANSFER
oL ik

Categories of data subjects whose personal data is transferred

Bk 88480 R HEA iR 8

Subject to use and Processing restrictions in the Agreement and this DPA, Controller may
submit Personal Data to the Services, the extent of which is determined and controlled by
Controller in its sole discretion, and which may include, but is not limited to Personal Data
relating to the following categories of data subjects:

RIEHZRMA DPA Ry ERFRIERS, =5 E T UEEASBRZGRS, BABBNEESLES
FEBITAEMES, T EFERRKRE T ERNEIRE AN EARE:
e Customers;

=R

e Customer’s customers;

BEFNER

e Potential Customers;
BEEF

e Subscribers;
FIRE

e Employees;
BT

e Suppliers;
HER

e Authorised Agents; and
BHEREA, MK
e Contact Persons.

BEA

Categories of personal data transferred

B A B E 5

Subject to use and Processing restrictions in the Agreement and this DPA, Controller may
submit Personal Data to the Services, the extent of which is determined and controlled by
Controller in its sole discretion, and which may include, but is not limited to the following
categories of Personal Data:
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BRI R4 DPA R FIARIER G, 26 E T IS EABIRRZ GRS, EABRNEREHE
HEBITREMES, THER[RERREUTERNEARE:

e Personal Master Data (Key Personal Data);

BAZENR (BBEAZR) |

e Contact Data;

HRRER,

e Key Contract Data (Contractual/Legal Relationships, Contractual or Product Interest);
BRaREE (SRIEERBE. aRHERME) |
e  Customer History;

BFERESE;

¢ Contract Billing and Payments Data; and
HREREMIAFEER XX

e Disclosed Information (from third parties, e.g. Credit Reference Agencies or from Public
Directories.

KEEN CREFE=77, HINERSEEERALER)

Sensitive data transferred (if applicable) and applied restrictions or safeguards that fully take
into consideration the nature of the data and the risks involved, including for example strict
purpose limitation, access restrictions (including access only for staff having followed
specialized training), keeping a record of access to the data, restrictions for onward transfers or
additional security measures.

HREEES (NEA)  UERESFEEENMEEAS R R ARG SREREE, S1EH1m
BRiEE9 B RIBRE]. SARIBRE (ERCBFFIFIMNITHEASSR) | THEFREBIRN B, BREER
BN RIM T .

Controller must not submit any Personal Data to the Services that are defined as special
categories of personal data or sensitive personal data (or similar concept) under Data
Protection Laws (including personal data revealing racial or ethnic origin, political opinions,
religious or philosophical beliefs, trade union membership, genetic data, biometric data for the
purpose of uniquely identifying a natural person, health data, data concerning a natural person's
sex life or sexual orientation), unless this has been expressly agreed with WTG for a particular
Service. If agreed with WTG, the specifically applicable technical and organisational measures
are set out as part of the description of the TOMs for the relevant Service.
EHENSHEAEBHRREE THRERSFHRENEABBRSREASR (SUROHES) MEA
BIRIREAGRT (BB TERSRENSG. BUABE. SESEREN. T28850. EEH
. ARE—FRIEAANEYRREE. fREREE. AHERAMETIMREERNER) | K
FUBBIRAVIRZC AR WTG SRS ERFFEZM k. WRE WTG EipE, BRAMNEEBRA
AR EFEIEAS 1E BARRERFS A TOMs fiiR fI—ER 5 H

The frequency of the transfer (e.g. whether the data is transferred on a one-off or
continuous basis).

BuREmESER (flm, SR —XitEmER R EEH)

Personal Data is transferred on an ongoing and continuous basis depending on the use of the
Services by Controller.

REBEHIEHRBOERERL EABBSERE D EES.

Nature of the Processing
REMNME
The nature of the Processing is the performance of the Services under the Agreement.

BRI M B R IR IR B I TIRTS
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Purpose(s) of the data transfer and further processing

BunEmigE — S REN B

Processing of Personal Data by WTG as necessary to perform the Services under the
Agreement.

WTG RIFGHRAT, BEIREA S UITRSS

The period for which the personal data will be retained, or, if that is not possible, the criteria
used to determine that period

BABBE ARG, MREEEEZYR, B AREEZMREREE

Subject to section 18 of the DPA, WTG will Process Personal Data for the duration of the
Agreement, unless otherwise agreed upon in writing.

XPMRHNA DPA % 18 1%, WTG #EHZNEREEEALRE, BRESHFSHNE.

For transfers to (Sub-)Processors, also specify subject matter, nature and duration of the
Processing

HIRERZAREE (REEEY) OEH, bFPRRENTE. HENHERE

As per section 13 of the DPA, the Subprocessor(s) will Process Personal Data as necessary to
perform the Services under the Agreement. Subject to section 18 of the DPA, the
Subprocessor(s) will Process Personal Data for the duration of the Agreement, unless otherwise
agreed in writing.

RIEA DPA 5 13 1§, RBRIEFRBIHZNEREEEABIR, UETRYS. XRKRA DPAE 18
&, RBEREFHCHRPEREBEASE REAFTERLIE.

A current list of Subprocessors engaged in Processing Personal Data for the performance of
each applicable Service — which may be updated by WTG from time to time — can be found on
the Privacy Documentation website.
AETEEEARBGMNEANEEEABBNAREETNRTEE (B WTG REFEH) oERR
TEAuL R,

3  COMPETENT SUPERVISORY AUTHORITY
TEREHE

The supervisory authority referred to in section 12(c) of Schedule 2 (EEA/Swiss/UK Specific
Transfer Provisions) is the Hamburg Commissioner for Data Protection and Freedom of

Information.
X DPA i3k 2 £ 12(c)i (EEA/BL/ KB EE&HE) FriRZIMNEEHER EREIRREREN
BEHES.
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Schedule 2 - EEA/Swiss/UK
i3 2 — EEA/BL/EH

1 APPLICATION

BRAEE

This Schedule 2 and the EU SCCs as implemented by this Schedule 2 apply if:

KMz 2 FAKR 2 PrEHRAEE SCCs ETFIER TER:

(a) either of Controller or its Authorised Affiliates are subject to the Data Protection Laws of
the EEA and its member states, Switzerland or the UK; and
BB HARERIN T R EEA REKEE . HtSRBENEHRREEZNLAR,

(b)  Personal Data of Controller or its Authorised Affiliates is being transferred to WTG outside
of the EEA, Switzerland or the UK.
BEE RIS T NEA BB HESS WTG, Y B2EiH% 47 EEA. 13 Y
b

2 DATAEXPORTER/DATA IMPORTER
BUREH 7T | BUREIATT

In the EU SCCs, the ICO UK Addendum and this Schedule 2, Controller and Authorised Affiliates
are individually or collectively the ‘Data Exporter’ and WTG is the ‘Data Importer’.

7B # SCCs. ICO UK Addendum FMIiAMiZ 2 &, i=%E R HIRERMET EBN B A" BiRH T
71", WTG & "$UB8mANTT".

3  DOCKING
Hiz

For clause 7 of the EU SCCs (Docking clause), this option does not apply.
HIREE SCCs WE 7 1% (HER) | EEAREA.

4  SCOPE OF CONTROLLER INSTRUCTIONS
EHEE TSR

For clauses 8.1(a) and 8.8 of the EU SCCs, the instructions from Controller to Process Personal
Data are in section 5 of this DPA and include onward transfers to third parties, including
Subprocessors, located outside of the EEA, Switzerland or the UK for the purpose of the
performance of the Services.

#REKHE SCCs M5 8.1(a)fFFN5E 8.8 1%, #EHIFMIETRRARIEA DPA ¥ 5 RIETTH, ABHEATE
TERFE B, HT@A%&?J’%E?&.%MF EEA. It BIMNIMIE =TT, BIRRRIER.

5 D

For clauses 8.5 and 16(d) of the EU SCCs, the Parties agree that the certification of deletion of
Personal Data must be provided by WTG to Controller only upon written request.

HIREE SCCs 1Y% 8.5 ML 16(d) g, BHER, WIGEEEHESEAERT, mEFHZFREE
ABIEMIBRA9ZE A

6 TOMS
TOMS

For clause 8.6(a) of the EU SCCs, Controller is solely responsible for making an independent
determination as to whether the technical and organisational measures in Annex Il to the SCCs
meet its requirements. Controller agrees that at the time of execution of the DPA, having taken
into account the state of the art, the costs of implementation, and the nature, scope, context
and purposes of the Processing of Personal Data as well as the risks to individuals, the technical
and organisational measures taken by WTG provide a level of security appropriate to the risk
with respect to the Personal Data.
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#REKHE SCCs 1% 8.6(a)fk, EHIFETE A EIE L HIEN SCCs Miitk || PHRMINEBIERRENS
HEXR, £HERE £XBDPAR, CEBIRNNRFER. BEiA. EABBEENME
H®E. TRMEM, u&%ﬂlﬂkﬂ’\]}ﬂﬁﬁ, WTG FREU EATFIASIERR M T BENRERA, &
SLE A BRERARY R B .

PERSONAL DATA BREACHES

BB

For clause 8.6(c) of the EU SCCs, Personal Data Breaches must be handled in accordance with
section 12 of this DPA.

HREUE SCCs 195F 8.6(c)f%, EABIRREN/EIZRA DPA 512 25E3E,

INFORMATION REQUESTS AND AUDITS
EEARMEFRT

For clause 8.9 of the EU SCCs, WTG must handle Controller’s requests for information and audit
requests in accordance with section 10 of this DPA.

HHEKE SCCs 135 8.9 1%, WTG AARIRA DPA 3 10 R RIRHIZ N EMFRIEHB K,

SUBPROCESSORS
KR BRIET

For clause 9(a) of the EU SCCs, the following apply:
$HAEEE SCCs 195 9(a)i&, WA T

(a) WTG has the Controller's general authorisation to engage Subprocessors in accordance
with section 13 of this DPA. A current list of Subprocessors engaged in Processing
Personal Data for the performance of each applicable Service — which may be updated
by WTG from time to time — can be found on the Privacy Documentation website. WTG
must inform the Data Exporter of any changes to Subprocessors following the procedure
in section 13 of this DPA.

WTG EEFEHERN—RIZHE, RIEA DPA 58 3 GIERAAREER . ABRTEEBEMRSEM
BRANEEEASRCAREETNRTEE (B WIG REEH) & [F%A#“ilﬁlﬁjz?iz@]o
WTG EHIE 7 0] IXFERRAAAE AT uG L+ 2] 5818 A AR P BRI (B A SR A KRB R i 2 &
WTG 78RR DPA 3 13 fm9fe R, BHEURE L 71§ “&FEIE?‘TE'JEH&

(b)  If WTG enters into EU SCCs (Module 3: Transfer Processor to Processor) with a
Subprocessor in connection with the provision of the Services, then Controller hereby
grants WTG and its Affiliates authority to provide a general authorisation on behalf of
Controller for the engagement of further Subprocessors by Subprocessors engaged in
the provision of the Services, as well as decision-making and approval authority for the
addition or replacement of any Subprocessors.

IR WTG BURSRERIER 2571 SCCs (1840 3: WREHMIRIER N EE) | RERH
B, EHIERILIRE WTG R AR T RS %‘?ﬂ —RRIRHE, ERAREEIER 8R40 2 HAR
BHETT, URHCESURE R BRI ERETRBEED.

DATA SUBJECT RIGHTS
BuR T REER

For clause 11 of the EU SCCs, and subject to section 8 of this DPA, WTG must inform Data
Subjects on its website of a contact point authorised to handle complaints. WTG must inform
Controller if it receives a complaint by, or a dispute from, a Data Subject with respect to
Personal Data in connection with the provision of the Services and must without undue delay
communicate the complaint or dispute to Controller. WTG does not have any further obligation
to handle the request, unless otherwise agreed with Controller in each individual case. The
option under clause 11(a) of the EU SCCs does not apply.

HHRELHE SCCs MYEE 1114, U XPRIAA DPA 58 8 1%, WTG /AL HARuL @A T IR RIE
AR BHAR RS, IR WTG IEIEUR et MRS IR (AR EA BRI FE, WTG A RE
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12

13

BERNBEMAGZILFFEEEAENE. RIEERHERESE—ENTRELNE, WIGKHEE—
SHHETREIRE R, B SCCs & ()8 IB THRIERNE A,

LIABILITY
BiE

For clause 12 of the EU SCCs, the following applies

HRERE SCCs (V%8 12 1%, WAL T&K:

(a) WTG's liability under clause 12(a) of the EU SCCs is subject to the limitations of the
Agreement;

RIFEKEE SCCs 5 12(a) ik, WTG WEEZ R RIBRS;

(b)  WTG's liability under clause 12(b) of the EU SCCs is limited to damages caused by its
Processing where it has not complied with its obligations under the GDPR specifically
directed to Processors, or where it has acted outside of or contrary to lawful instructions
of Controller, as specified in Article 82(2) GDPR; and
RHREE SCCs £ 12(b)i%, WTG HETERN A KRIEF GDPR 5T RIBEMNERT, HE
TEARBEFNEREETNELTIBMERMIEE, 20 GDPR % 82Q2)KFRE,

(c) WTG is exempt from liability under section 11(b) of this Schedule, if it proves that it is not
in any way responsible for the event giving rise to the damage under Article 82(3) GDPR.
IR WTG FEIR#EE GDPR £ 82 (3) A TRENEHABHEAEE RIHMREAN
FE NO)FTRRAEEE.

SUPERVISORY AUTHORITY
EEWIE

For clause 13 of the EU SCCs, the following applies:
HHREE SCCs 1Y% 13 1%, BRI TR

(a) if Controller is established in an EU member state, then the supervisory authority with
responsibility for ensuring compliance by Controller with the GDPR as regards the data
transfer is the competent data protection supervisory authority.
MREFERIABRERER, AlBEREARETEERIRERTEET GDPR A SR EHN
BHERELSTERRRERERE

(b) if Controller is not established in an EU member state but falls within the territorial scope
of application of the GDPR in accordance with its Art. 3(2) and has appointed a
representative under Art. 27(1) GDPR, then the supervisory authority of the EU member
state, in which the representative within the meaning of Art. 27(1) GDPR is established is
the competent data protection supervisory authority.

INREFERRIERRELEE, E4R45 GDPR £ 3(2)f%/E# GDPR BAMSEE, LR
GDPR % 27(Nf&fEder 7 —BREK, BIZEHEEEBEMERNRETAELNEEREATIER
BRIRER S,

(c) If the Data Exporter is not established in an EU member state but falls within the territorial
scope of application of the GDPR in accordance with its Art. 3(2) without, however, having
to appoint a representative under Art. 27(2) GDPR, then the Hamburg Commissioner for
Data Protection and Freedom of Information is the competent data protection
supervisory authority.

INREIBEWMETT AR EREMEE, B4RH% GDPR % 3(2)14 @i GDPR BAEE, L BARH
ZRYR GDPR % 27(Q)fp I REK, AEEREBRRENENAHEEATERIRRELER
1.

REQUESTS FROM AUTHORITIES
B EERBASS

For clause 15(1)(a) of the EU SCCs, the following applies:
HHEE SCCs My 15(1)(a) ik, B IA &R
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15

16

(a) WTG must notify Controller (only) and not the Data Subject(s) each time it either:
WTG pEEBRMIESE, MIESIEEE FEEX
0] receives a legally binding request from a public authority, including judicial
authorities, under the laws of the country of destination for the disclosure of
Personal Data transferred under the EU SCCs; or
WEIR B AR (BIEEIEHEE) NERZEZEJNNER, RIBENENER, EX
WEIRIEECE SCCs EIMmMBEARYE, =&

(i)  becomes aware of any direct access by public authorities to Personal Data
transferred under the EU SCCs in accordance with the laws of the country of
destination.

AR A HEAERAARYR B (VB AR HIRIREN R SCCs MM EASIETERSE.

(b)  Controller shall be solely responsible for promptly notifying the Data Subject(s) as
necessary.

EHEREEAERBLRBEARFENEHRTE.

GOVERNING LAW

AR

For clause 17 of the EU SCCs, the governing law is the law that applies to the Agreement. If the
Agreement is not governed by an EU member state law, the EU SCCs will be governed by the
laws of Germany.

HIRERE SCCs ME 17 1§, BRZEABEARMRNER. MRBBAIKBMEBREEEERE, Al
H SCCs I ZTERIERER,

COURTS

&R

For clause 18(b) of the EU SCCs, the courts will be those designated by the Agreement. If the
Agreement does not designate an EU Member State court as having exclusive or non-exclusive
jurisdiction to resolve any dispute or lawsuit arising out of or in connection with the Agreement,
the Parties agree that the courts of Germany have exclusive jurisdiction to resolve any dispute
arising from the EU SCCs.

#REKHE SCCs ME 18(b)i%, ERRHRIBEISE. WMRBHARIEERRE N B BEE R E BRE N R E
ENFHEAGRERNTAFRNFAREEBNFTBEEE, EHER BRERHBARKE
SCCs EAMNEIFRETEBEEIE.

APPENDICES

[UEE=S

Appendices to the EU SCCs are completed as follows:

;22 SCCs MMM TR TE

(a) Section 1 of Schedule 1to this DPA completes Annex A to the EU SCCs.
7 DPA Btz 1 B928 1 65 T B #E SCCs fifix LA,

(b)  Section 2 of Schedule 1to this DPA completes Annex |.B to the EU SCCs.
7 DPA Btz 1 AY2E 2 it & 7 B 2R SCCs Fff$k I.B;

(c) Section 3 of Schedule 1to this DPA completes Annex I.C to the EU SCCs.
7 DPA Btz 18928 3 &iise®E 7 BXEE SCCs Mgk I.C;

(d)  The technical and organisational measures in the description of the TOMs for the relevant
Service are Annex Il to the EU SCCs.

Atk T ARRARTE A9 TOMs ik BEKEE SCCs i 8k II;

(e)  The current list of Subprocessors engaged in Processing Personal Data for the
performance of each applicable Service, which may be updated by WTG from time to
time, and which can be found on the Privacy Documentation website, form Annex Ill to
the EU SCCs.
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18

BETEEBERRBMERNEEEASRNCAREETNRTZE (B WIG AEEH) o
HERRRELL E3E, #HCEE SCCs Mgk Il

TRANSFERS GOVERNED BY THE LAWS OF SWITZERLAND
RinLARE RSN

For transfers of Personal Data governed by the Data Protection Laws of Switzerland, the Parties
agree that the EU SCCs will apply in accordance with sections 1to 16 of this Schedule 2, as
further specified below:

HRZWmTERRELEENEASIREH, $77RR, BHE SCCs MRERAN K 2 B 1 X516
%EH, ARRENT:

(a) general and specific references in the EU SCCs to the GDPR, EU or EU member state law
have the same meaning as the equivalent reference in the Data Protection Laws of
Switzerland;

BXE2 SCCs H1, GDPR. EXHEERHEAL B BUARE MM TS| MRER T EIRREETH
E%S|IHEEHEEMNE R

(b)  for clause 13 of the EU SCCs, the Swiss Federal Data Protection and Information
Commissioner is the competent data protection supervisory authority;

HIREE SCCs % 13 1%, WmIMBEBRERENAHEERTERRREREHE

(c) for clause 18(b) of the EU SCCs, the courts of Switzerland have exclusive jurisdiction to
resolve any dispute arising from the EU SCCs as specified in this section; and
$IREKHE SCCs 5 18(b)fF, WL EREMRAIGATIRMHEE SCCs 5 ENERFHZRFE
BESE &

(d) for clause 18(c) of the EU SCCs, the term ‘Member State’ is not to be interpreted to
exclude Data Subjects in Switzerland from the possibility of suing for their rights in their
place of habitual residence (i.e., Switzerland).

HIREKHE SCCs #18(c)fk, "MER —ATEHRANRH TEEIBELEREEEN (%
1) fREFEATREEN A TTREM .

TRANSFERS GOVERNED BY THE LAWS OF THE UK
REEAEEROEN

For transfers of Personal Data governed by the UK GDPR, the Parties agree to the ICO UK
Addendum and its alternative part 2 mandatory clauses, which form an integral part of this DPA.
The Parties agree that the EU SCCs apply to these transfers in accordance with sections 1to 16
of this Schedule 2, and as amended by the mandatory clauses of the ICO UK Addendum. For
section 17 of the ICO UK Addendum, the Parties agree to provide the information of part 1 of the
ICO UK Addendum in the following format and as further specified below:
HRX B GDPR BN EASEEH, £77ERE ICO UK Addendum R HMEIEE 2 E70a958% M
R, SZFEFIER A DPA RO 22IR98R > . #7TRR, BRKHE SCCs RIRAMR 2 M5 1 =5 16 14
BAR LA @, I BARYR ICO UK Addendum HYSEHIERRETTIERT. 32 1CO UK Addendum 2 17
&, ZHERZRUTHERR T CE—FHRANTTIUIR M 1CO UK Addendum 5 1 58 FIAEREE AR
(a) the ‘Start Date’ for the purposes of part 1of the ICO UK Addendum is the effective date of
the EU SCCs, as specified in section 1.1 of this DPA;
ICO UK Addendum 2 184> 19" G th B #3" 2B E SCCs M4 AH, A DPA 5 11 &M,
(b)  the ‘Parties’ for the purposes of part 1 of the ICO UK Addendum are WTG as the Data

Importer and Controller and its Authorised Affiliates as the Data Exporter(s) as further
specified in sections 1and 2 of this Schedule 2 and section 1 of Schedule 1;

ICO UK Addendum 518850/, "8#77"IEREIRMATTMEHER WTG REELAERE S
TTROIRMERARETT, NAMIR 2 88 VIRANEE 2 1R RINER 1 55 1 EiPmE— 8 E
(c) the ‘Key Contacts’ for the purposes of part 1 of the ICO UK Addendum are the persons

specified in section 1 of Schedule 7;
ICO UK Addendum £ 1 530 A BIEEH BN IR 155 16iPIEEMNA R,
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(d)  the ‘Addendum SCCs’ for the purposes of part 1 of the ICO UK Addendum are the EU
SCCs as specified in sections 1to 16 of this Schedule 2;
ICO UK Addendum £ 1 B> 19"t % SCCs" 2 aNAMIZR 2 % 1 £3 16 {RFT=AIELHE SCCs;

(e) the ‘Appendix Information’ for the purposes of part 1 of the ICO UK Addendum is the
information specified in section 16 of this Schedule 2; and
ICO UK Addendum 25 1 #8289 Bif 8% & "B A3k 2 2 16 1§ Fris 2 M &=,

()] for part 1 of the ICO UK Addendum, the Data Importer may end the ICO UK Addendum
under the conditions in section 19 of the ICO UK Addendum.
¥4 ICO UK Addendum & 1 &34, 5N 7 4R35 ICO UK Addendum £ 19 (&A1& 4H4%
1F ICO UK Addendum,
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Schedule 3 - U.S.
ik 3 - EH

The terms in this Schedule 3 apply to WTG's Processing of Personal Data of U.S. Data Subjects under
U.S. Data Protection Laws.

Atz 3 PRIEFEAR WTG ARIREBEEURRE AR IE X B SR T RN EABIR.

1

21

DEFINITIONS
ER

In this Schedule 3:
EAKZR 3 H:

Sell or Share has the meaning given in the applicable U.S. Data Protection Law.

HESHARAERANXBEBIRREETIGEN SR,

U.S. Data Protection Laws means (a) the California Consumer Privacy Act of 2018 (Cal. Civ.
Code §§ 1798.100 to 1798.199), as modified by the California Privacy Rights Act, the CCPA
Regulations (Cal. Code Regs. tit. 11, §§ 999.300 to 999.337) and any implementing regulations or
guidance provided by the California Attorney General or California Privacy Protection Agency,
as each of these titles may be amended from time to time (‘CCPA"), (b) Virginia Consumer Data
Protection Act (Va. Code Ann. §§ 59.1-575-59.1-585), (c) Colorado Privacy Act (Colo. Rev. Stat.
§§ 6-1-1301 - 6-1-1313), (d) Connecticut Data Privacy Act (Public Act No. 22-15§§1-12), (e)
Utah Consumer Privacy Act (Utah Code §§ 13-61-101 to 13-61-404) and (f) other U.S. laws,
regulations or requirements or regulatory guidance imposing Sell or Share restrictions on a
processor of Personal Data, in each case to the extent applicable to a Party, and any
amendments for the forgoing.

XEBEREEZIENT AR (a) 2018 F (IFIEREHEERMLIE) (MFEEEREH §§
1798100 = 1798.199) , WK (INFEEEREMMEER) . CCPARE (INFIFEREEER, 21
ZTE, % 999.300 & E 999.337 %) FANFIFESE SR M ARMER RS INFI1E[E SRR REMAEIR S (T
Biei4BIsiEr, SEEEYUMERMERT ("'CCPAY) | (b) (MEREEEEBIRREL) (HSER
KSR §§591-575 & 591-585) | (c) (RUERZRIZE) (RUENZMES §§6-1-1301
E 6-1-1313) ;  (d) (BERBBIBEBMER) (DNFERE 22-155% §§1-12) | (e) (EMRIH
EEEBE)Y  (HEfbNEIE §§13-61-101 E 13-61-404) ; MR (f) EEAR—FANEERN, HE
ABBREE N S5 ARG EMRBUER. ER . BRUEERE, URSH ERERE. &
M. BRI EEIRBONEAER.

PROCESSING RESTRICTIONS
BE R

WTG must not:
WTG A&

(a)  Sell or Share Personal Data provided to it by Controller for Processing under the
Agreement;

SHE S AR B R R EARR

(b) retain, use, or disclose Personal Data collected under the Agreement for any purpose
other than for the business purposes in the Agreement and this DPA, including but not
limited to customs authorities, external service providers and sub processors or as
otherwise permitted under applicable U.S. Data Protection Laws;

RE. EASKEREHZRENEABR, BRIEMRIHHETA DPA WRENHEEN, B8
BRRREMED. IMNPRSRERTREIERN, SREERNERSBRELDEATFN
B,

(c) retain, use, or disclose Personal Data collected under the Agreement for any purpose
other than for the commercial purposes set out in the Agreement including but not
limited to the provision of the Services and any and all reasonable activities for the
purpose of improving or enhancing the Services and this DPA, or as otherwise permitted
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3.1

3.2

under applicable U.S. Data Protection Laws; or

RE. EASKEREHZRENEARRE, BREARBRTRENTXEN, SRHERRR
AR AR BBCES IR ARTFFIA DPA FEfTHATA SIEAE), SURBERNZEZIRRE
ERE REER,

(d) retain, use, or disclose Personal Data collected under the Agreement outside the direct
business relationship between WTG and Controller, including by combining or updating
Controller's Personal Data collected under the Agreement with Personal Data that it
received from other sources or collected from its own interaction with a Data Subject
except as permitted under applicable U.S. Data Protection Laws.
£ WTG HEHITEEBEMEIMRE. ERSRERERGERENEARE SEBas
gl %#E?Ffm?gﬂiﬁE’Jﬂﬂk%ﬁ%éﬁiﬁéﬁﬂﬂiﬁﬁqﬁu MEASBIEEA SRR RNESHT
KENEABRETESHEN, RIERBEANEBESEREEZSEAFNERL.

For the avoidance of doubt, WTG may collect Personal Data that includes contact information
from Controller in connection with the Agreement and the provision of the Services. Controller
agrees that in such capacity, WTG is the controller of such information, and further consents to
WTG's use of such information to send marketing, advertising, and promotional communications
to Controller concerning WTG's and its business partners’ products and services that WTG
believes may be of interest to Controller.

AR EER, WTG o] DURERIGZMR MR ARV EH T REN EEHEEMNEASHE. =4
EREE, FEWERLT, WIG BZEMNESE, WE—FRE WTG KZEMBREEHHEXT
. EETRIEEN, WASE WIC REFEBHNERNRS, WIGRAELERTRG RS
Ry

COMPLIANCE AND NOTICE OBLIGATIONS
BRMBAMESR

WTG will provide the same level of privacy protection of Personal Data provided to it by
Controller as required of Controller under applicable U.S. Data Protection Laws.

WTG #R B FE B AN X BEEURREE T2 RNBLRERFTKENRE, RERFIFR
fitie WTG RIfELABUE.

The Parties agree to comply with applicable U.S. Data Protection Laws. WTG will notify Controller
if it makes a determination that it can no longer meet its obligations under applicable U.S. Data
Protection Laws, in which case Controller may take reasonable and appropriate steps to stop
and remediate any unauthorised use of Personal Data.

EHERETEANZEEEREEL. MR WTG HMIERE, RAHELBRTEANZESURRE
ETHETS, WTIGKBAESIE, EERERT, BHFETNRNGERLBE MBS IEE
IR AR EREAZRNIER.
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Schedule 4 - PRC
iz 4 — o

To the extent WTG (i) Processes Personal Data of Data Subjects in the PRC on behalf of the Customer
as Controller and/or (ii) the Controller transfers Personal Data or Other Data out of the PRC to WTG,
this Schedule 4 (PRC Specific Transfer and Processing Provisions) shall apply.

EWTG (i) REREFEARFZSEETERNSIEETENEASR, /0 (i) BHEFEASIRIEM
BRI R EERE WTG IER T, AR 4 (PEFEERMERER) BH.

1

DEFINITIONS

EZ 'Controller’ means the ‘personal information handler ‘as defined in PIPL or the ‘data handler’
as defined in other applicable Data Protection Laws.

“FERIE"E (EAEMRELY (PIPL) FERMEAENEEE SEMBASBRELETE
BB A AN

‘Other Data’ means important data, core national data and other data subject to export
restrictions as defined and set out under PRC Data Protection Laws.

"HABBUR S X R R EEIRRE LR ER LR ENHRER. OBEREBRH MR ORREIAE
o

‘Personal Data’ means ‘personal information’ as defined in PIPL.

“EABIRE (EAERREE) ERENEAER

‘PIPL" means the PRC Personal Information Protection Law, including any regulations, notices, or
other interpretative instruments promulgated or made thereunder.

"PIPL"#5h B (EAEFREL) , BFEREBZEBHHFIENEER. BASE BRI,

‘PRC Data Protection Laws' include the PRC Cybersecurity Law, the PRC Data Security Law, the
PIPL, the Measures on the Standard Contract for the Cross-Border Transfer of Personal
Information, the Provisions for the Promotion and Standardization of Cross-Border Data Flows
and any other applicable Data Protection Laws issued by the government or any regulatory
authority of the PRC, as issued or amended from time to time.

“hESIRREEZR OE (FEARKXNERBRLE) . (PEARZANBEEEREZE) . (@
ANEMREZE) . (BEABRLRRESEDIE) . ((REMREEFEERTHRE) RPBEBUF
of BEE B S A 093 ] B RERFIE 5T IV T At B A BURREE .

‘Processing’ or ‘Process’ means the collection, storage, use, processing, transmission, provision,
disclosure, and deletion of Personal Data.

"IEFERRTR S R R EA BRI E. . A, RIE. FE. Rt RENBR.

‘Processor’ means ‘entrusted party’ as defined under the PIPL being the party who Processes
Personal Data on behalf of and for the purpose of the Controller.

"REBEERE (EAERREL) ERNZETT", DAEHEFREBEEABENEST.

‘Standard Contract’ means the standard contract under the Measures on the Standard
Contract for the Cross-Border Transfer of Personal Information.

"HREARE (EAERALRRESRINE) THIRESE

‘Supervisory Authority’ means the Cyberspace Administration of China or any other regulatory
authority of the PRC with authority to regulate the collection, transfer and processing of
Personal Data and Other Data.

"HESE T RER=REERSIAMAEEEEAASENAMEERNKE. ERMEENTEE
B,

COLLECTION AND TRANSFERS OF DATA

ERHEE{EE The Controller and WTG agree to comply with all the provisions and obligations
as set out in the Addendum, as read with the relevant provisions of PRC Data Protection Laws in
respect of the collection, transfer and Processing of Personal Data or Other Data, as may be
applicable.
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2.3

24

25

26

27

2.8

2HIEF WTG RIRE AR SR PP E SRR, IRBEAOHRBRRFELE, REA
RS HMBRNNE. SRMEIEETEREE,

The Controller is responsible for providing all required notices and obtaining all required
consents from the Data Subjects for transfer of Personal Data to WTG and, if applicable,
Authorised Affiliates in or outside of the PRC and represents and warrants that, to the extent
required, such notices and consents have been given and obtained in compliance with the
requirements of PIPL and other PRC Data Protection Laws.
REHEAERHEMALENBMNLESHEVLENERE, NESEASEERE WTG, NE (WE
R) Emz P ERNSM WTG IR T, YBPANRE AFTENEILT, ERE (EAERK
FEE) MEAMFEEHRREEZENEREHIES T SEBITEE.

If the Controller is restricted from transferring Personal Information out of China under PIPL or
any other PRC Data Protection Laws, WTG may immediately discontinue using the relevant
portion(s) of the licence, product or service and may terminate the relevant portion(s) of the
licence, product or service and WTG shall return or destroy the Personal Data held by it at the
choice of the Controller without undue delay.

WMREHER (EAERREE) SHAEBEREEENREIMEEFENENE@m L PE,
WTG o] Az B S 1 E FARRARR D AET o) . EmEBRTS, o X4 L ARRAER I MOEF ). EmERTS,
B WTG BREZEEHENEE, SAERBSESHFERAFENEARE.

WTG agrees to assist the Controller as reasonably required for the Controller to comply with
PIPL and other PRC Data Protection Laws, including (i) reporting to a Supervisory Authority or
notifying the relevant Data Subjects about a Personal Data breach, (ii) responding to Data
Subjects' requests for the exercise of their rights under PIPL, and (iii) providing information to
the Controller or its engaged consultants or professional service providers for conducting
Personal Data impact assessments or security assessments, as applicable.

WTG ERERBERGIENSEERRRIGE, NEBEFEFET (BAERREER) Mt EEE
REEE 8 () DEEEERSIBNEMEBIREARBEES=M. (i) DREETEN
AR, TEHRE (BAERREEL) THESR, MR (i) miEfEEEENERREXRBRE
BiRMEN, NETEABRZEFLILeHE (NEA) .

To the extent required by PRC Data Protection Laws, the Controller and WTG agree to enter into
stand-alone contractual agreements for the cross-border transfer of Personal Data and Other
Data from the Controller to WTG as foreign recipient if the requisite thresholds under the PIPL
are met and the Customer informs WTG that the obligation has been met. The parties otherwise
agree that the stand-alone contract shall only be required if Supervisory Authority registration
or approval is required.

RETESERELENER, BHENWIGEE, £ (EAERREE) RENBMEER
FEFBMWTG ZEBESIE, BT WG sEASBEN MR NS EH S5 TBI NS
B, MEABEMEMESREEG T ERAERIERERTHN WG, 55 T7RE EEFEEE
BPIBTHHMENER T BEZBLEE.,

The Controller shall notify WTG if it is required to enter into and register a Standard Contract
with the Supervisory Authority or obtain approval for the export of Personal Data or Other Data
under PRC Data Protection Laws and the legal basis for such requirement.

IR EERRAEEE R WTG tEASIRTEMERN Y D ESREARLERERIESTIE
BitvE, BHIERESM WIG REZSERMNERKE.

The Controller represents and warrants that it shall not transfer any Other Data to WTG without
the separate express written consent of WTG.

EHEBPLRE, REWTCNEBRHEEERR, SR TIEMERERES WTG.,

The Controller shall indemnify WTG as well as any other applicable WTG Affiliate from any costs,
charges, damages, expenses or losses any of them has incurred or any fines that have been
imposed on any of them as a result of the Controller violating any of the obligations in the
foregoing sections. The Parties agree that the limitations of liability set forth in any other
agreement between the parties shall not apply to the indemnification claim under this section.
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3.2

3.3

=B REEE WTG AT EMBEAR WTG BB, miRESIEE R BRI EREH TR
&M, &/, BEHE. X RASEARLEENOER. EHER, TEEMGBEPRY
MEERFITEARAER THBEER.

WTG shall only disclose the Personal Data to a third party if the third party is or agrees to be
bound by this Schedule and the DPA and enters into any required data protection agreement
under PRC Data Protection Laws.

WTG EEE =T RBEXAK R DPA AR, WiRET REBRREEZEXBEOALENEIRRED
EIERT, TTI’T’"_H?& EEABUR.

ORDER OF PRIORITY, GOVERNING LAW AND JURISDICTION

BXlEF. BREEMEEERE This Schedule and the DPA shall be read and interpreted in light of
the provisions of PIPL and other PRC Data Protection Laws. In the event of a conflict between
the DPA and this Schedule, this Schedule shall prevail. In the event of a conflict between the
Standard Contract or any other agreement for the transfer and Processing of Personal Data or
Other Data, that the Controller and WTG separately agree and the DPA, the separate agreement
shall prevail.

ARB$FAN DPA BARYR (ANEMREE) MHMHEEIRREEENGTETHE. MR DPA B
MRz EEEER, BUAMKRSAE. MRFESESETE M BIEAN SRS H iR E5m i EE
Aotk B DPA BAEER, HIEHIEFER WTG R1785T 7 IWRHR, BUZEBBRAL.

This Schedule read together with the DPA shall be governed by and construed in accordance
with the laws of the PRC.

AMIFRER DPA BHABEEE, WIREEE,

Any dispute arising from this Schedule read together with the DPA shall be resolved by
Arbitration in accordance with the Australian Centre for International Commercial Arbitration
(ACICA) Arbitration Rules. The seat of arbitration shall be Sydney, Australia. The language of
the arbitration shall be English.

AR EL DPA 3t[E) 4 A F R BARBR AT EEBFR R X fh#F0 (ACICA) BYHhER A& T
B MEMERRRFERRE, MHESHEE.
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Schedule 5 - Taiwan
ik 5 - =&

1 APPLICATION

EAEE
The Personal Data Protection Act (PDPA) applies as specified in this Schedule, which contains
operative provisions for the implementation of the PDPA, to Controller and its Authorised
Affiliates if either of these entities are subject to the PDPA and any of their Personal Data is
transferred to WTG or its Affiliates outside of Taiwan.

(EABIRR#EE) (PDPA) RAMKMNHREEH, W ELEE PDPA MARGK, BRARESE
&Ei‘x’f&?ﬁﬂﬁm MREBLEEZRI PDPA, I HEMAEABIRWERE WTG SHBH T Ak
BB RSMIHTT .

2 DATAEXPORTER/ DATA IMPORTER
ORI 7T [ BUREA TS

For the PDPA and this Schedule 5, the Controller and Authorised Affiliates are individually or
collectively the ‘Data Exporter’ and WTG is the ‘Data Importer".

£ PDPA FIARMZR 5 o, EHIZFMXERBM T ERSLABA EERRLTT", WIG & "8BBATT.

3 DEFINITIONS
ER
In this Schedule 5:
AR 5

Personal Data has the meaning given in the PDPA and refers to a natural person's name, date of
birth, national identification card number, passport number, physical characteristics,
fingerprints, marital status, family information, education background, occupation, medical
records, healthcare data, genetic data, sex life, records of physical examination, criminal
records, contact information, financial conditions, social activities and any other information
that may be used to directly or indirectly identify a natural person. ‘Personal Data’ includes
‘special categories of personal data’ or ‘sensitive personal data’.

EABIBES PDPAHIERME R, IEEAAN®E. HEHE. SMER. ERR. SBEFE
AL BERR. REE. %’l%”ﬁ"‘%\ H¥. WE. BREUE. EESUR. MAEE. Bk, 12
sk, BEAN. MBRR. HEEBREMTEESBEHEIEAANEMER. EASE S
FE R IARR R A B A B 3 SUR B A BU5

Non-Government Agency has the meaning given in the PDPA and refers to a natural person,
legal person or group other than a government agency. In complying with the obligations in the
DPA, '‘Non-Government Agency’ replaces and substitutes ‘Controller’ in the DPA.

BB R S PDPA R ERMN S, ?EIZ"EM“#%F*%%E’\]E%)\\ SENSEES. 7£85F DPA 95
TR, "IRBUNHERE B I EL DPA iy & —

Commissioned Agency refers to a person or entity that Processes Personal Data under the
commission or on behalf of others. In complying with the obligations in the DPA, ‘Commissioned
Agency’ replaces and substitutes the term ‘Processor’ in the DPA.
EREBBIEREZETIRRMAREBAZBNEARELR. 85 DPA R, "RTHE 2
RIALEA DPA AR iy iZ38 & — 5

Processing or Process means any operation or set of operations performed on the Personal
Data, which falls within the meaning of ‘processing’ or ‘use’ as defined in the PDPA, whether or
not by automated means, including collection, recording, organisation, structuring, storage,
adaptation or alteration, retrieval, consultation, use, disclosure by transmission, dissemination or
otherwise making available, alignment or combination, restriction, erasure or destruction.

IEERRIERIBISRYR PDPA (UE R, AITEEARE DETHEMRIES—RINRIE, ERIER
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4.2

5.1

52

REETFR BiElkE. TR A8, S84, BF. ARINE. wER. #H. £A. SEiK
. ERIMAMTAER TR, HEREH. RE. MERSEER.

PDPA, means the Personal Data Protection Act, which includes the Enforcement Rules of the
PDPA (the Enforcement Rules) and other laws, regulations and rules relating to the protection
of Personal Data in Taiwan.

PDPA 15 (EASIRRESE) . O (EASBKRELZEHRMAAD) ("B KEMEHEE
EEABIRRERNEE. FRAAE,

Proper Security Measures means the technical or organisational measures taken by Non-
Government Agency for the purpose of preventing Personal Data from being stolen, altered,
damaged, destroyed or disclosed, in accordance with Article 12 of the Enforcement Rules.
BENREHBIEFBUFEELAD L EABBRBR. HX. BE. #HRIURE, RIFFHARIE 12
T ERER B AT S AR A e

INTERNATIONAL TRANSFER OF PERSONAL DATA
18 A B Y B b

The Parties agree that the Non-Government Agency may transfer Personal Data to WTG, and
WTG may receive and Process that Personal Data, subject to this Schedule 5 and this DPA.
RIRIAAKIR 5 FIARDPA, #FER, FBUFHEETLUFEASRERS WTG, WTG I DUEIKRIE &
ESELA (PN ¢ 8

For Article 21 of the PDPA, Non-Government Agency must not transfer any Personal Data to
WTG if the Taiwan central government authority in charge of the industry concerned has
imposed restrictions on the transfer under any of the following circumstances:
1R4% PDPA % 21 i, A=EHEBMEMIEMIIEN TET—EER T HERERETRY, FX
FHEERSREANSEERS WTG:
(a)  where major national interests of Taiwan are involved;
BREBMEERERFZNERLT,
(b)  where an international treaty or agreement so stipulates;
BRI R A IR ENER T,

(c)  where the country receiving the Personal Data lacks proper regulations on protection of
Personal Data and the Data Subject's rights and interests may consequently be harmed,;

or
BEREASBENBER®RZ BENEASBREEZR, SETEAEZRILTREZFEENER
T, =

(d)  where the cross-border transfer of the Personal Data to a third country (territory) is
carried out to circumvent the PDPA.

REASBRBREREE=H (BE) MUHE PDPAMERLT.

OBLIGATIONS OF THE DATA EXPORTER AND DATA IMPORTER
Bk L T MEIREMA TT R

For Article 13 of the PDPA and subject to section 8 of this DPA, WTG must promptly notify Non-
Government Agency of any request made by a Data Subject to WTG under Article 10 of the
PDPA and shall without undue delay communicate the request to Non-Government Agency.
Non-Government Agency must determine whether to accept or reject the request within 15
days; the deadline may be extended by up to 15 days if necessary, and Non-Government
Agency must notify the Data Subject in writing of the reason for the extension.

HR¥% PDPA 5813 1%, I ZPRHA DPA & 8 EHI#RE, WTG HRAEKE iR T R PDPA 510
fi1e) WTG IR VR RE, SENBAMIFBUNHEE LESAEAECRNBERTHZFREERE
BURHHE. FBUTHEBLALE 15 AWAETEERIFEBZH K, WELE TERKL 5K, F
BUA#ER S mRMEUR TR ENNRE .

For Article 13 of the PDPA, WTG must promptly notify Non-Government Agency of any request
or dispute made by a Data Subject to WTG under Article 11 of PDPA and shall without undue
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5.3

6.1

6.2

delay communicate the request to Non-Government Agency. Non-Government Agency must
determine whether to accept or reject the request within 30 days; the deadline may be
extended by up to 30 days if necessary, and Non-Government Agency must notify the Data
Subject in writing of the reason for the extension.

R4% PDPA % 13 %, WTG ZAEREIBIR X IRE PDPA 58 11 &1m) WTG fRH AU ERIFRHF &
%, MRDBHMIFBUTHAE, WZETNBEHRZFREZQIFBUTEE. FBUFEELAE 30 RR
ERBEXIIEEZBR, WELE, TERKS 30X, FEUFHEREEBNEHEIRBEHNR
o

For Article 27 of the PDPA, Non-Government Agencies in possession of Personal Data must
implement Proper Security Measures to prevent the Personal Data from being stolen, altered,
damaged, destroyed or disclosed. Taiwan central government authorities in charge of the
industries concerned may designate and order certain Non-Government Agency to establish a
security and maintenance plan for the protection of Personal Data and rules of disposing
Personal Data following a business termination. Non-Government Agency shall comply with the
plans and disposal regulations established by the central government authority in charge of the
industry concerned.

R4% PDPA % 27 1%, B EABENIEBFEELRERBEN T2, M LEABEKE
B BB B, SEEREURE. EEE T EBUFMPI TR E L SR L IR BUTHEAB S E REE AR
BT eEEAE YTREEEBHRLERNEASBREERR . FBFEELRET T EBFIRFA
ZITEH BN EMNRERE .

GOVERNING LAW AND JURISDICTION
ERAREME R
For Article 51 of the PDPA, this Schedule 5 read together with the DPA is governed by the laws of

the Republic of China (Taiwan).
#R4% PDPA 3 511%, AMFzR 5 A DPA BZHhERE (ZEEHE) ZENEE,

The Parties agree that the Taiwan Taipei District Court has exclusive jurisdiction to resolve any
dispute, controversy or claim arising out of or related to this Schedule 5.

EHREE TEEANKS MELENFER. FRIRBEROATEHERILLITAREBELE.
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Schedule 6 - Australia
iz 6 — BN

This Schedule 6 applies to the transfer of Personal Data of individuals in Australia by Controller to WTG
outside Australia, for the Services provided under the Agreement (Australian Transfers).
AMFR 6 BARESFRIRAF ZEEABUREE A CFORMINSNG WTG IR HH5ZE T RBRFFAVER ("N
BunfEm”) .

1

11

21

3.1

© 2024 WiseTech Global

DEFINITIONS
ER

In this Schedule:
AP

APPs means the Australian Privacy Principles set out in Schedule 1 of the Privacy Act.
APPs 35 (BRHRAE) ISR 1 R ERGRMBEMRE] (Australian Privacy Principles)

Privacy Act means the Privacy Act 1998 (Cth) and includes any successor or replacement
legislation.

BBFAL: 151998 £F (RRAAE) (Privacy Act1998)  (BiFR%) | WBMAETEERBERNIE.

APPS GENERALLY
APPS f)—RER

The DPA addresses the requirements of the APPs in relation to Australian Transfers.

DPA 2327 HUBNEUREEARRIAY APPs B3R,

CROSS-BORDER DISCLOSURES
g

For the purposes of APP 8 (Cross-border disclosure of personal information), the DPA
describes:

RI% APP 8 (EAEMESEIKEE) - DPARAS:

(a) applicable laws to which WTG is subject to protect information disclosed to WTG by
Controller; and
WTG ZRRE AR RERETERES WIG &R, MR

(b)  steps that WTG takes to protect information.
WTG BIRE BRI T IR
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Schedule 7 - Brazil
iz 7 - Ef

This Schedule 7 applies to the transfer of Personal Data of individuals in Brazil (Brazil Personal Data)
by Controller to WTG outside Brazil, for the Services provided under the Agreement (Brazilian
Transfers).

AKR 7 BAREHENEANEANEE ("EREEARER") EWEARERMIMNI WTG DURHIBET
MERBOERL ("ERBEREE") .

1 PROCESSING PROVISIONS
BREEARRR

11 For section 6 of this DPA, WTG is considered a controller, when it Processes Personal Data for
its own purposes of Product Development.

RIZA DPA % 6 1%, WTIG EAHBESNEMMEBNEEEARERS, HELSEHE.

1.2 For section 12 of this DPA, if WTG is a controller under section 1.1 of this Schedule 7 for Personal
Data affected by a Personal Data Breach, then in addition to notifying Controller WTG must
notify the Brazilian Data Protection Authority (ANPD) within 3 business days upon learning of
the Personal Data Breach.

RIEA DPA 512 1%, MR WTG 2ARKFRLE 11 68 TZEASRLEL NG, BREmMmE
HES, WTIG LAEFRBREABERER 3 ELERNBMEREIRREEE (ANPD) .

2 TRANSFER PROVISIONS
oL IE N

21 For this Schedule:
MAMEmE:
(a) Controller is the ‘Data Exporter’;
EHESEEm LT,
(b)  WTG is the ‘Data Importer’; and
WTG 28BN TT, R
(c) DataExporter and Data Importer are jointly referred to as ‘Parties’.

R TSR T A EA ST,
2.2 Schedule 2 (EEA/Swiss/UK) of this DPA applies to Brazilian Transfers with the following changes:
A DPA iz 2 (EEA/Fnt/3RE) BTN MEREE MR ERAEUREEH:

(a) any reference to ‘Data Protection Laws of the EEA and its member states, Switzerland or
the UK, including but not limited to the GDPR’ shall mean data protection laws, directives
or regulations applicable in Brazil, including, but not limited to the Law No. 13,709/2018
(Brazilian Data Protection Law or ‘LGPD’);
FREH'EEA REK BB, WHERBEMNEERREE, BEELRRY GDPR 5|/, EIEEHR
BANEIRREER. 150305 R, BIRERRK 2018 F£5 13709 5% (ERAEIHRRELN
“LGPD") ;

(b) references to ‘EU Member State’ or ‘Member State’ refer to the territory of Brazil;
NIRR BB BR S M E R, HEEmMELT;

(c) references to court jurisdiction and supervisory authority refer to the courts and
supervisory authority of Brazil. Any dispute between the Parties in connection with the
international transfer of Brazil Personal Data are to be resolved before the relevant courts
of Brazil. All complaints by Data Subjects in connection with the international transfer of
Brazil Personal Data are subject to the jurisdiction of the ANPD, as applicable; and
RIER AR EREMEEHER, DISCRNERMEEHE. ETREREASRERNERE
WAESNEIUFRRREICEAMARBR. i REREASERESEREFNEIR TR
FIEBIERZREMN ANPD (ZIEH) NEE MUE
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(d) general and specific references in the EU SCCs to the GDPR, EU or EU member state law
have the same meaning as the equivalent reference in the LGPD.
g3 SCCs HRfH* GDPR. ExHE=EHE ol B BIARMN—RMFESIF, BHE LGPD hpEFs|
AEAHERE%.
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Schedule 8 - Turkey
i 8- tEHH

TRANSFER PROVISIONS
oL iE N

Under Turkish Data Protection Law No. 6698 (Turkish DP Law), the Turkish Standard Contracts
as announced by the Turkish Personal Data Protection Authority (Turkish Authority) on its
website (Turkish SCs) must be executed between Controller (on its own behalf and on behalf of
its Authorised Affiliates) and WTG for the transfer of Personal Data to third countries other than
Turkey and the executed Turkish SCs shall be an integral part of this DPA.
*E#J’%’iHE (6698 HEHREL) ("EEHHDPZ") , +THHBEAZERERS ( "tEHERE
B") EHAN FEHNTEREESE ("LHH SCs") HAREHE (RRHEB CHEERMET)
Eii WTG siEAEBRE@EE T EHDOMIE=E, MEBEMEIHEH SCs #§ 5 %424 DPA o] 32 f9—Hp
o

The Turkish SCs apply as further specified in this Schedule, which contains operative provisions
for the implementation of the Turkish SCs to Controller and its Authorised Affiliates, if either of
Controller or its Authorised Affiliates is subject to the Turkish DP Law and Personal Data of these
entities is being transferred to WTG outside of Turkey and in this case, the Parties agree to
execute Turkish SCs and submit it to the Turkish Authority within five business days following its
execution. The Parties must also notify the Turkish Authority within five business days in case of
a change in the parties or the content of the Turkish SCs or the termination of the Turkish SCs.
TEHH SCs BARAMKE-SHRENER BAERLEH SCs NBRIEMER, BRARERNER
HIZERNT, MREFESHZEBM I IRRIEH DP X, BELERMNEABERERT L
HEHRSMIWTG, HEEEELT, BHRREZLHH SCs, Y AEFZRNAETEANNERR
MIBEHEER, H#LHHSCs WEEA—AHNWEHESE, FLHEHASCs &1, ENHthdRER
BILEENBMLEREER.

For the Turkish SCs and this Schedule 8, Controller and its Authorised Affiliates are individually
or collectively the ‘Data Exporter’ and WTG is the ‘Data Importer'.

RIETEH SCs FIAKIR 8, HHIFEREFEME A ERNSBASIRHL A", WTG A"8URMA
7‘3’"0

For Clauses 7.1(a) and 7.8 of the Turkish SCs, the instructions from Controller or its Authorised
Affiliates to Process Personal Data and onward transfers to third parties are subject to section 5
of this DPA, including Subprocessors, located outside of Turkey for the purpose of the
performance of the Services.

RIBLEH SCs 8 7115 (a) M5 7.8 1%, EHIEHHREMB T HEABRBRNERESCUREE=
T EEHXBRIAA DPA 58 5 1%, 1547 IRIEERHN B AR T EHDSMORREER .

For Clauses 7.4 and 15(d) of the Turkish SCs, the Parties agree that the certification of deletion
of Personal Data shall be provided by WTG to Controller only upon written request.

RIFLEH SCs 5 7.4 #5F05 15(d)k, EHER, WIG EERHEEEERNERLT, REMEAR
EMIBREE .

For Clause 7.6(a) of the Turkish SCs, Controller is solely responsible for making an independent
determination as to whether the technical and organisational measures in Annex Il to the Turkish
SCs meet its requirements. Controller agrees that at the time of execution of the DPA, having
taken into account the state of the art, the costs of implementation, and the nature, scope,
context, and purposes of the Processing of Personal Data as well as the risks to individuals, the
technical and organisational measures taken by WTG provide a level of security appropriate to
the risk with respect to the Personal Data.

RIFLEH SCs 58 7.6 1(a), EFIFRBIHEELHH SCs Misk || HEMFAGIEESENS

BR, EHERRZ, 7EHZDPAR, FEIIRATKE. BREAANREASEEENTE. €E. &
SMENUEEHEANER, WTG REMEHTASERESEASIRRE T LA EERNRE

.
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m

For Clause 7.6(c) of the Turkish SCs, Personal Data Breaches must be handled in accordance
with section 12 of this DPA provided that the Parties shall follow the procedures for each
Personal Data Breach set out in the decisions of the Turkish Personal Data Protection Board
(‘Turkish Board") dated 24.01.2019 numbered 2019/10 and dated 18.09.2019 numbered 2019/271.
RIFETEH SCs 5 7.6 i&(c), EABIFRERIZIBA DPA 5 12 158 TERIE, FIRRRE HEERLTE
HEAZEREZES ("TEHZERE") R 2019F15 24 HE 2019/10 M 2019 F 9 A 18 HE
2019/271 §ERZE 5 H A E A SR LB RIERER.

For Clause 7.8. of the Turkey SCs, WTG must handle Controller's requests for information and
audit requests in accordance with section 10 of this DPA to the extent that the conditions in
Clause 7.9. of the Turkish SCs are met.

RIBLEH SCs 5 7.8 &, WTG ARARYRA DPA 5 10 RERIBEFIZFNENFKRINBHR, AliR
A LEH SCs 5 7.9 MR M.

For Clause 8(a) of the Turkish SCs, the following applies:
RI|LEH SCs £ 8(a)ik, TRREEA:

(a) WTG has Controller's general authorisation to engage Subprocessors in accordance with
section 13 of this DPA. A current list of Subprocessors engaged in Processing Personal
Data for the performance of each applicable Service — which may be updated by WTG
from time to time — can be found on the Privacy Documentation website. WTG must
inform the Data Exporter of any changes to Subprocessors following the procedure in
section 13 of this DPA.
RIBA DPA 5 13 4MRE, WTG B EHIZFN—RIREBARREIER . SERTEEEAR
B mis AR IEEA SRR KR RIER ST R E (B WTG REFEHT) tJ7ERAEMN L
2, WTG 217852887 DPA % 13 {#R & M2 VB MBS L T E IR R R EIEF & E .

(b)  If WTG enters into respective Turkish SCs which regulate ‘Transfer Processor to
Processor’ with a Subprocessor in connection with the provision of the Services, then
Controller grants WTG and its Affiliates authority to provide a general authorisation on
behalf of Controller for the engagement of further Subprocessors by Subprocessors
engaged in the provision of the Services, as well as decision-making and approval
authority for the addition or replacement of any Subprocessors.

IR WTG Bt IRISACRARRIER 2RI E 7 R RIEH R RIE R A EH WL EH SCs, Al
RHERXE WTG R EHBE T, MAREREARMRBIAREIEFEAE— P RREER
RAt—ARIME, URIEINSE AR AR BRI i Y AR SR AN

For Clause 10 of the Turkish SCs, and subject to section 8 of this DPA, WTG must inform Data

Subjects on its website of a contact point authorised to handle complaints. WTG must inform

Controller if it receives a complaint by, or a dispute from, a Data Subject with respect to

Personal Data in connection with the provision of the Services and must without undue delay

communicate the complaint or dispute to Controller. Except for the obligations in Clause 10 of

the Turkish SCs, WTG has no further obligation to handle the request, unless otherwise agreed
with Controller in each individual case. The option under Clause 10(a) of the Turkish SCs shall
not apply.

RIBLEH SCs 5810 %, EXIRIA DPA % 8 1%, WTG A/RAEHASM FBMEUR T I8 —(EAKE

BRIRILARAVERAREE . 21R WTG W2 SR T A8 5k RIS IR AR BR AV E A BURIV IR L T3, WTG 7R

R BZEFABERFZRFLFREERENE. RIEREHERE—EGNTAENE, WIGKHE

BE—SNEBREZER. LHH SCs 5 10(a)ifE FHRBEREA.

For Clause 11 of the Turkish SCs, the following applies:

RIBLEH SCs £ 111%, TRREEA:

(a) WTG's liability under Clause 11(a) of the Turkish SCs shall be subject to the limitations of
the Agreement.

RIZLEH SCs 5 N(a)fk, WTG M E R IR IH#E B ERFUEK.

(b)  WTG's liability under Clause 11(b) of the Turkish SCs shall be limited to any damage
caused by its Processing where it has acted outside of or contrary to lawful instructions
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113

114

115

116

of Controller.
RIBELTEH SCs £ N(b)fg, WIG NERTREERNREAEREBREFBEIEZEREFNEGEES
Fri& s EEIEE

(c) WTG shall be exempt from liability under section 1.11(b) of this Schedule 8, if it proves that
it is not in any way responsible for the event giving rise to the damage.
IR WTG RS9 R ESIRENEH AR EETEE BIWTG BRKRKIELTEH SCs %
(b)) EHHNEE.

For Clause 12 of the Turkish SCs, the following applies:
RIFLEH SCs 12 fF, TR EBA:

(a) the supervisory authority with responsibility for ensuring compliance by Controller with
the Turkish DP Law and its secondary legislation shall be the Turkish Authority; and
BERREGZFETIEADP ZRAMBEZEERNEERERS T EHEER, MK

(b) if Controller is not established in Turkey but falls within the territorial scope of application
of the Turkish DP Law and has appointed a representative under Art. 11 of the Regulation
on the Data Controllers’ Registry, then the supervisory authority shall be the Turkish
Authority and shall act as competent data protection supervisory authority.
IMREHERETEHENRY, EEBRTIEH DPAEANMIESEERN, WRE (Buxiz
HEZMEE) B NERER—2AK ARERERASTIEREER, YRESTENERER
AR EELE.

For Clause 14 of the Turkish SCs, the following applies:
RIBLEH SCs 514 1%, TRAETEMA:

(a) WTG must notify Controller (only) and not the Data Subject(s) in each and every case it
receives a legally binding request from a public authority, including judicial authorities,
under the laws of the country of destination for the disclosure of Personal Data
transferred under the Turkish SCs; and
EWTG R AHME (B155EHE) BHNAERERAORNNER, EXRREEOHBEE
BERWEATEH SCs TH MEBMEAZURE, WTCG LAEBMEHEMIESHRETE, X
X

(b)  Controller shall be solely responsible for promptly notifying the Data Subject(s) as
necessary.

EHEREEABERBLRBEARFENEHRTE.

For Clause 17 of the Turkish SCs, the governing law is Turkish Law.
RIBLEH SCs 817 1%, BRALEHZER.

Any dispute arising out of this Schedule8 and Turkish SCs is governed by Turkish laws and the
Parties agree to acknowledge the exclusive judicial authority of istanbul Caglayan courts.
ETREAKR 8 MLEH SCs sIEMFRR/I T BEHEZRER, LNRBARFHIERT Caglayan
ENEBEEEEE.

The Appendix to the Turkish SCs shall be completed as follows:
TEH SCs fii xRN T HRIER:

(a) Annex | of the Turkish SCs shall be filled-out in line with section A and section B of
Schedule 1(Description of Processing) of this DPA. In addition to the information
indicated in Schedule 1 (Description of Processing) of this DPA, the Data Controllers’
Registry System information of the Data Exporter shall be indicated;

TEH SCs aybf#r | EARYRA DPA Mk 1 (RIZMHEA) A9 A BDF B ADIER. BRT A DPA
iz 1 (RIERIHR) FIIHREERIS, ERESHE EdRm L 77 BdRiEhE MR g &M

(b)  the technical and organisational measures in the description of the TOMs for the relevant
Service are Annex Il to the Turkish SCs; and

HREIARFEAY TOMs fiik fh A ST AR A S T B H SCs MR Il 7, UK

(c) the current list of Subprocessors engaged in Processing Personal Data for the
performance of each applicable Service, which may be updated by WTG from time to
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time, and which can be found on the Privacy Documentation website, is Annex Ill to the
Turkish SCs.

ABRTEEBERRSMERNEREEASIRNREETNRITEE (B3 WTG REFEH) o
ERMER E1E], ST HH SCs fuffiex Il A,

PROCESSING PROVISIONS
BREEARRR

The Parties agree to process and transfer Special Categories of Personal Data by taking the
measures specified in the decision of the Turkish Board dated 31.01.2018 and numbered 2018/10
on ‘Adequate Measures to be Taken by Data Controller for the Processing of Special Categories
of Personal Data’, if the Processor Processes the Special Categories of Personal Data on behalf
of Controller.

WMREERFTRKEHTRIESHRENNEAEYR, EHRBRRRIEHZEER 2018 F 14 31 HH%
HEARIE A S 2018/10 5%, BAR"EURIEHIE A RIBS AR M EABUSRER A B S 155 HRE PR
TE R IR AR IR X S IR R A LA SR

If it is a Processor, then WTG accepts and undertakes that it shall be subject to a duty of
confidentiality with respect to the Personal Data that it Processes on behalf of Controller for an
indefinite period.

WRWTG 2EEE, WTG BRIKAELR D EHRRETERENEABBRERER.

If both Parties are deemed as a Controller, then Controller agrees, declares and undertakes that:

MREFHWEBEGE, EHERR. BRPHAKHE

(a) the Personal Data transferred to WTG has been collected, Processed, and transferred to
WTG in compliance with the Turkish DP Law and its secondary legislation; and

Bk WTG MEAZRE ERIR LB A DP AR EMBERETIE. BEMEH, UK

(b)  in case of a Personal Data Breach or an incident that might be qualified as a Personal Data
Breach, Clause 1.7 of section 1 of this Schedule also applies to Controller.
INRBEEABRRER TEWEM SEABBRENEM, ARE 165 17 ShaviERd
BARESIE.

If a Party receives an application from a Data Subject or a request/notification from public

institutions or organisations with regard to Personal Data Processing which is essentially under

the responsibility of the other Party, then the receiving Party shall provide the other Party with
the relevant application, request or notification and the Parties must provide each other with
the necessary information or documents in order to enable the responsible Party to respond to
the relevant application, request or notification in a timely manner.

MR- TR EIBIR TR R BSIR B A S AR EABIRERIENERBH, ZHR/1E

HEHA—TRE, ARKNTERERER. FRIBMERES -7, ENYLRERREHLIENE

AgE, UEASHRSORERSBR. BFRIBA.

The Parties agree that the Parties’ Processors will comply with the undertakings given to the
other Party under this Schedule and that Controller is directly liable to the other Party for any
damages that may arise from non-compliance by its Processors with these undertakings.
BHRE, ENNEEERETEANKETHA —TELNAR, EREHA—TNREZNES
ZERAEN U RERNERERER S T REEE.

Controller accepts, declares, and undertakes to appropriately inform Data Subjects on behalf of
WTG by providing the privacy notice of WTG, which can be found on the WiseTech Global
website , regarding (i) the Processing of Controller's Personal Data if Controller is a natural
person, and (ii) the Processing of the Personal Data of Controller's employees or officials.
EHERR. BRIKEREZ WTG BBRME WTG (IREFABH (T I WTG 44 L3 E]) REER
HMEBEER, WESER () BEEEHANEASER (MREFHAZEBRAN) . ME (i) REEHA
METHE ENEARE.
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